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1. Our commitment to safeguarding 

The purpose of the BOSSS UK Safeguarding Policy and its associated documents is to: 
 

1.1 Provide protection for every child who is under its guardianship and care is safe and protected from 

harm and; 

1.2 Provide students, staff and host families with guidance on procedures they should adopt in the 

event that they suspect a student may be experiencing, or be at risk of, harm 

 
This means we will always work to: 

V Protect children and young people in our care from maltreatment. All students, regardless of age, 
disability, gender, racial heritage, religious belief, sexual orientation or identity, have the right to 
equal protection from all types of harm or abuse 

V tǊŜǾŜƴǘ ƛƳǇŀƛǊƳŜƴǘ ƻŦ ƻǳǊ ŎƘƛƭŘǊŜƴΩǎ ŀƴŘ ȅƻǳƴƎ ǇŜƻǇƭŜΩǎ mental or physical health or development;  

V Ensure that children and young people in our care grow up in circumstances consistent with the 
provision of safe and effective care;  

V BOSSS UKΩs commitment is further formalised in our safeguarding policy document, which has taken 
the following guidance from HM Government and procedures into consideration:  

o Keeping Children Safe in Education guidance   

o Working together to Safeguard Children, March 2018  

o Child Protection Group  

V This policy should be read alongside the above-mentioned guidance and: 

o Statutory guidance Working Together to Safeguard Children  

o Departmental advice What to do if you are Worried a Child is Being Abused - Advice for 

Practitioners 

o Departmental advice Sexual Violence and Sexual Harassment Between Children in Schools 

and Colleges 

 
1.3 This policy applies to all students, staff, host families and anyone working on behalf of BOSSS UK. 

1.4 KCSIE now applies to providers of post 16 education  

1.5 as set out Education and Training (Welfare of Children) Act 

1.6 2021 

1.7 Our Policy documents will be discussed with our staff, homestays and students in order to ensure 

that the content is understood. 

 

 



 
 

2. Safeguarding and Child Protection  

2.1 BOSSS UK acknowledges the duty of care to safeguard and promote the welfare of all children in its 
care involved in school and leisure activities and to comply with the UK child protection laws and 
adherence to the UN convention on the Rights of the Child, 1989. We are committed to protecting 
the children in our care from physical, emotional or sexual abuse or neglect. 
 

2.2 The aim of our Child Protection Policy is to promote good practice by:  

 
2.3 Providing children and young people with appropriate safety and protection whilst in the care of the 

BOSSS UK; 
 

2.4 Ensuring that all guardianship personnel is informed and aware of their responsibilities to act on any 
concerns of signs of abuse, neglect and other safeguarding issues relating to children and young 
people by contacting the appropriate authorities; 

 
2.5 Ensuring that all guardianship personnel and Host Families are recruited according to safe 

recruitment practices and formally screened through the completion of an Enhanced Disclosure and 
Barring Service check; 
 

2.6 Promoting an environment of trust and open communication between students, school, BOSSS UK 
personnel and BOSSS UK Iƻǎǘ CŀƳƛƭƛŜǎΣ ƛƴ ƻǊŘŜǊ ǘƻ ǊŜŎƻƎƴƛǎŜ ǎǘǳŘŜƴǘǎΩ ǎŀŦŜǘȅ ŀƴŘ ǇŀǎǘƻǊŀƭ ŎŀǊŜ ǘƘŜ 
top priority.  
 

2.7 Responding to any child abuse allegations or suspicions in accordance with the guidelines of the 
Association for the Education and Guardianship of International Students (AEGIS); 

 
2.8 Having a Designated Safeguarding Lead (DSL) for child protection as well as having a Deputy 

Designated Safeguarding Lead (DDSL). The Designated Safeguarding LeadΩǎ ǊŜǎǇƻƴǎƛōƛƭƛǘȅ ƛǎ ǘƻΥ 

 
2.8.1 Act as the first point of contact for Host Families, Parents, Students and the Guardianship 

Organisation's staff.  

2.8.2 Liaising, as necessary, with the relevant Local Authority Designated Officer, appointed by the 
Social Services Department, as well as with the Designated Officer appointed by the School or 
College attended by the Student.  

2.9 Having a Prevent Lead for child protection as well as having a Deputy Prevent Lead. The Prevent 
[ŜŀŘΩǎ ǊŜǎǇƻƴǎƛōƛƭƛǘȅ ƛǎ ǘƻΥ 
 

2.9.1 Act as the first point of contact if a child has been identified who may be vulnerable to 
radicalisation, and know what to do when they are identified.  
 

2.9.2 To protect children from the risk of radicalisation as part of their safeguarding duties 
 

2.10 Designated Safeguarding Lead (DSL) and Prevent Lead full contact details 
 

2.10.1 Designated Safeguarding Lead (DSL) and emergency contact details:  



 
Name: Tina Wong 
Email: info@bosssguardians.com 
Contact number (24 hour emergency): +44 (0)777 6206352 
 
2.10.2 Deputy Designated Safeguarding Lead (DSL) and emergency contact details:  
Name: Candy Lam 
Email: info@bosssguardians.com 
Contact number (24 hour emergency): +44 (0)7922 152628 

 
2.11 Liaison with the Local Safeguarding Partnership (LSP)  

 
2.11.1 The LSP is a multi-agency body set up in every local authority.  Each LSP has an independent 

/ƘŀƛǊΣ ǘƘŀǘ ƛǎΣ ǎƻƳŜƻƴŜ ǿƘƻ ŘƻŜǎƴΩǘ ǿƻǊƪ ŦƻǊ ǎƻŎƛŀƭ ǎŜǊǾƛŎŜǎΦ IƻǿŜǾŜǊ ǘƘŜ /ƘŀƛǊ ǿƛƭƭ ǿƻǊƪ 
ŎƭƻǎŜƭȅ ǿƛǘƘ ǘƘŜ 5ƛǊŜŎǘƻǊ ƻŦ /ƘƛƭŘǊŜƴΩǎ {ŜǊǾƛŎŜǎΦ ¢ƘŜ ǊƻƭŜ ƻŦ ǘƘŜ LSP is to:  
 

2.1.1..1 Coordinate what is done by everyone on the LSP to safeguard and promote the welfare of 
children in the area make sure that each organisation acts effectively when they are doing 
this.  

2.1.1..2 The LSP publishes policies and procedures for child protection in their area. 
 

2.11.4 Multi-agency working: New safeguarding partners and child death review partner arrangements 
are now in place. Locally, the three safeguarding partners (the local authority; a clinical 
commissioning group for an area within the local authority; and the chief officer of police for an 
area (any part of which falls) within the local authority area) will make arrangements to work 
together with appropriate relevant agencies to safeguard and promote the welfare of local 
children, including identifying and responding to their needs.  

2.11.5 It is especially important that the GO understand their role in the three safeguarding partner 
arrangements. Governing bodies, proprietors and their senior leadership teams, especially their 
designated safeguarding leads, should make themselves aware of and follow their local 
arrangements. 

2.11.6 The designated safeguarding lead and any deputies should liaise with the three safeguarding 
partners and work with other agencies in line with Working Together to Safeguard Children. 
NPCC- When to call the police should help designated safeguarding leads understand when they 
should consider calling the police and what to expect when they do. 

2.11.7 BOSSS UK is aware of how to access local agency contacts. This includes referrals to Multi 
!ƎŜƴŎȅ {ŀŦŜƎǳŀǊŘƛƴƎ Iǳōǎ όa!{Iύ ŀƴŘ [ƻŎŀƭ {ŀŦŜƎǳŀǊŘƛƴƎ ŀƴŘ /ƘƛƭŘǊŜƴΩǎ .ƻŀǊds (LSP) across 
the country, how to access locally agreed inter-agency procedures, guidance and contact with 
LSP members.  

2.11.8 In addition, the company is aware of the non-emergency reporting procedures via the Local 
!ǳǘƘƻǊƛǘȅΩǎ /ƘƛƭŘǊŜƴΩǎ {ŜǊǾƛŎŜǎ ǊŜƭŜǾŀƴǘ ǘƻ the area or MASH (via the relevant contact telephone 
numbers on the internet), or by telephoning 101 to report a non-emergency. For emergency 
situations, the company is aware of the need to contact the relevant police force for the area by 
dialling 999. 

2.11.9 Dorset LSP Contact Details:  



 
Telephone: 01305 221196 
Email: LADO@bcpcouncil.gov.uk 
Local Area Designated Officer (LADO) on: 01305 221122 
 

2.11.10 Hampshire LSP Contact Details:  

Telephone: 01962 876364 
Email: hscb@hants.gov.uk  
Local Area Designated Officer (LADO) contact number: 01962 876364 

 
2.12 Liaison with parents / agents and partner schools 

 
2.13 BOSSS UK keep in regular contact with the student's school, in line with the requirements of the 

parents. Each partner school has a designed person engaged to liaise with. Information is 
disseminated information to other appropriate individuals within the school. BOSSS UK will check 
that the information has been cascaded appropriately.  

 
2.14 BOSSS UK also keep in regular contact with parents/agents appropriately. Information regarding 

the student is disseminated to the parents/agents when appropriate.  

 
 

3. Missing Student 

3.1 A missing child could potentially be at risk of abuse or neglect. We are alert to that possibility and 
will notify all relevant authorities if it is deemed necessary. 
 

3.2 This policy will be provided to all staff and homestays and can be viewed in our Homestay, Parent 
handbooks and our website www.bosssuk.co.uk.  
 

3.3 In order to minimise the risk of a child/children becoming lost whilst in care the homestay or school 
will: 

 
3.2.1 Ensure that the student has all relevant contact numbers i.e. the homestay contact 

numbers (in particular re primary carer), their BOSSS UK student coordinator, the DSL and 
emergency contact numbers.  

3.2.2 Ensure the premises is secure and I will take steps to prevent unauthorised persons 
entering the premises 

3.2.3 Ensure that the child is supervised closely when if public places are visited such as local 
parks, museums and shops  

3.2.4 Ensure your child knows to stay close to me when we are away from the setting, assessing 
ȅƻǳǊ ŎƘƛƭŘΩǎ ǎǘŀƎŜ ƻŦ ŘŜǾŜƭƻǇƳŜƴǘ ǘƻ ŜƴǎǳǊŜ ǘƘŜ ǊŜǉǳƛǊŜŘ ƭevel of supervision is in place 

3.2.5 Teach the child about how to keep safe, so they also know the procedure to take should in 
the unlikely event, they become separated from their chaperone 

3.2.6 Teach the child about the dangers of wandering off 
3.2.7 Advise the child what to do if they find themselves lost 
3.2.8 With parental consent carry an up-to-date photograph of each child in your care 
3.2.9 wŜŎƻƎƴƛǎŜ ŎƘƛƭŘǊŜƴΩǎ ŀƎŜ ŀƴŘ ǎǘŀƎŜ ƻf development of the children to identify a meeting 

point on arrival at the venue should you get separated 
 

mailto:hscb@hants.gov.uk
http://www.bosssuk.co.uk/


 
3.4 On discovering that a child has gone missing the homestay or school will: 

 
3.3.1 Immediately make a search of the surrounding area 

3.3.2 Request help from people around you 

3.3.3 If in a public building, alert the staff of the situation and ask for assistance in searching for 

the missing child 

3.3.4 If in a place where it is possible to seal off exits and access CCTV, then you will request that 

this is done immediately 

3.3.5 People involved in the search will be given a description of the child and what the child is 

wearing 

3.3.6 Reassure the other children in my care (if any), as this could become a distressing situation 

for them.  

3.3.7 A suggested timeline is as follows, it is important to note that this is not a strict protocol, 

but a guideline for the staff or homestay on how to respond. It is recognised that timings 

may vary in each case. 

 

0 minutes: Indicated return time, e.g. agreed time to return for meal time  

 

0 ς м ƘƻǳǊΥ Ψ[ŀǘŜ ǊŜǘǳǊƴΩ ƴƻǘŜŘ ōȅ ǎǘŀŦŦ ƻǊ ƘƻƳŜǎǘŀȅΦ ¢Ǌȅ ǘƻ ŜǎǘŀōƭƛǎƘ ǿƘŜǊŜŀōƻǳǘǎ ƻŦ 

the student by trying to contact hem by mobile phone and if not successful speaking to 

their friends (if known). 

 

1 ς н ƘƻǳǊǎΥ Ψbƻǘ ǊŜǘǳǊƴŜŘΩ ƛŦ ǎǘƛƭƭ ǳƴŀōƭŜ ǘƻ ŎƻƴǘŀŎǘ ǘƘŜ ǎǘǳŘŜƴǘΣ ǘƘŜ ǎǘŀŦŦ ƻǊ ƘƻƳŜǎǘŀȅ 

should seek to make contact with the DSL and check for any planned trips, conduct a 

basic room search for evidence of reason for being absent, etc. If for any reason there 

has been a delay in the absence being discovered, the timescale should be tightened 

ŀŎŎƻǊŘƛƴƎƭȅΣ ōǳǘ ǘƘŜǊŜ ǎǘƛƭƭ ƴŜŜŘǎ ǘƻ ōŜ ǘƘŜ ŜŦŦƻǊǘ ƳŀŘŜ ǘƻ ŀǎŎŜǊǘŀƛƴ ǘƘŜ ǎǘǳŘŜƴǘΩǎ 

whereabouts, a phone call must bŜ ƳŀŘŜ ƛŦ ǘƘŜǊŜ ŀǊŜ ŀƴȅ ŎƻƴŎŜǊƴǎ ŀōƻǳǘ ǘƘŜ ǎǘǳŘŜƴǘΩǎ 

welfare. 

 
3.5 If the search is unsuccessful you must: 

 
3.4.1 Ring the police, providing a description and keep searching the area. You do not have to 

wait 24 hours to report someone as missing. If you have serious concerns for the safety 

and welfare of a person, and their whereabouts are unknown, then you may immediately 

report them missing to your local police. 

3.4.2 Contact the guardianship Designated Safeguarding Lead or Deputy Designated 

Safeguarding Lead to advise them of the situation within 2 hours.  

3.4.3 Designated Safeguarding Lead or Deputy Designated Safeguarding Lead to advise the 

parents of the situation 

 
3.6 In the event a student is identified to be missing the students, staff, volunteers, homestays or 

school should report the missing students to the DSL or their deputy. 
 



 
3.7 BOSSS UK recognises the guidance in the Children Missing from Education guidance September 

2016 and is particularly relevant to day students. An overview of the guidance:  

 
3.7.1.1 All children, regardless of their circumstances, are entitled to an efficient, full time 

education, which is suitable to their age, ability, aptitude and any special educational needs 
they may have. 

 
3.7.1.2 Children missing education are children of compulsory school age who are not registered 

pupils at a school and are not receiving suitable education otherwise than at a school. 
Children missing education are at significant risk of underachieving, being victims of harm, 
exploitation or radicalisation, and becoming NEET (not in education, employment or 
training) later in life. 

 
3.7.1.3 Effective information sharing between parents, schools and local authorities is critical to 

ensuring that all children of compulsory school age are safe and receiving suitable 
education. Local authorities should focus their resources effectively in intervening early in 
the lives of vulnerable children to help prevent poor outcomes. 

 
3.7.1.4 Children with special educational needs (SEN) and disabilities can face additional 

safeguarding challenges. Additional barriers can exist when recognising abuse and neglect 
in this group of children. These can include:  

¶ Assumptions that indicators of possible abuse such as behaviour, mood and injury 
ǊŜƭŀǘŜ ǘƻ ǘƘŜ ŎƘƛƭŘΩǎ Řƛǎŀōƛƭƛǘȅ ǿƛǘƘƻǳǘ ŦǳǊǘƘŜǊ ŜȄǇƭƻǊŀǘƛƻƴΤ  

¶ Being more prone to peer group isolation than other children;  

¶ The potential for children with SEN and disabilities being disproportionally impacted  

¶ By behaviours such as bullying, without outwardly showing any signs; and  

¶ Communication barriers and difficulties in overcoming these barriers.  

¶ To address these additional challenges, we would engage the school to consider extra 
pastoral support for children with SEN and disabilities and consideration of the most 
appropriate homestay to support them.  

 
3.7 In the event that a student goes missing:  

 
3.7.2.1 The Missing Student log will be updated with the date of the incident, students name, 

incident detail, action undertaken, staff member who reviewed the incident, lessons learnt 
and any action undertaken e.g. required policy updates and communications. This record is 
kept held electronically on our secure Cloud drive. This drive only accessible by approved 
members of staff and in line with Data Protection guidelines and laws.   
 

3.7.2.2 A review will be undertaken after the incident and any lessons learnt or actions taken 
incorporated into policy.  

 
 
 
 
 
 
 
 



 

4. Safer Staff Recruitment 
 

4.1 BOSSS UK are committed to ensuring all staff recruitment policy and procedures are safe, 
promote the welfare of children and consider the requirements of Safeguarding and Child 
Protection. The following guidance from HM Government are also considered:  

4.1.1 Keeping Children Safe in Education (all versions to present) 

4.1.2 Working together to Safeguard Children, March 2015  

4.2 The aim of the policy is to guide those responsible for appointing staff take all possible steps to 
identify and reject potential employees who could cause harm to a child in our care or unsuited 
to work with children. BOSSS UK expects all staff to share this commitment.  

4.3 This should include, as appropriate: 

4.3.1 All applicants will receive fair treatment and staff will be recruited on the knowledge, 
skills and experience needed for the role.  The job description should detail that it 
would be specifically to working with children, or in a setting where children are present 
and will promote the safeguarding and promoting the welfare of children.  

4.3.2 All staff including the Homestay individuals (age 16 and above) to be in possession of an 
Enhanced DBS Check with Barring certificate from the Disclosure and Barring Service 
and be further checked, if appropriate, with Social Services through the Local 
Safeguarding Children's Board.  

4.4 Individuals who have lived or worked outside the UK or never been to the UK must undergo the 
same checks as all other staff. Checks could include, where available: 

4.4.1 Criminal records checks for overseas applicants - Home Office guidance can be 
found on GOV.UK; and for teaching positions 

4.4.2 Obtaining a letter of professional standing from the professional regulating 
Authority in the country in which the applicant has worked. Advice about which 
regulatory or professional body applicants should contact is available from the 
National Recognition Information Centre for the United Kingdom, UK NARIC 

4.5 Obtain written permission from all Staff and Homestays for such checks to be undertaken. 

4.6 All staff as well as the Primary Carer in the Homestay to have an appropriate level of 
safeguarding and child protection training.  

4.7 All policy, procedures and people are relating to safeguarding and child protection are reviewed 
annually and/or updated whenever appropriate and that additional relevant training be 
provided, if and when applicable and annually at the minimum. Changes to policy are shared 
with key individuals.  

4.8 Training is conducted for staff on safer staff recruitment, how to conduct a homestay interview 
and assessment and what mandatory documents and checks are required.  

4.9 As part of recruiting all of our staff and homestays we will: 



 
4.9.1 Section 4.9.1Identification and verification (ID&V) checks performed. Verify a 

ŎŀƴŘƛŘŀǘŜΩǎ ƛŘŜƴǘƛǘȅΣ ƛǘ ƛǎ ƛƳǇƻǊǘŀƴǘ ǘƻ ōŜ ǎǳǊŜ ǘƘŀǘ ǘƘŜ ǇŜǊǎƻƴ ƛǎ ǿƘƻ ǘƘŜȅ ŎƭŀƛƳ ǘƻ ōŜΣ 
this includes being aware of the potential for individuals changing their name. Best 
practice is checking the name on their birth certificate, where this is possible.  

4.9.2 Complete a Right to Work check  

4.9.3 Seek approval from the homestay/staff member to perform an Enhanced DBS check on 
all family member age 16 and over (homestays only).  

4.9.4 Obtain two references (one professional and one personal) from appropriate individuals 
who have known the Homestay for over two years (not family members).  

4.9.5 Verify the source of the reference by performing follow-up telephone calls to both 
referees must be made and proof of identity (either passport or driving licence) 
requested from the personal referee. If concerns are raised within the reference, the 
guardianship organisation is required to address these by telephoning the referee, so 
any further questions can be asked. A log of the call should be placed on file. The 
references should be retained on file for the duration of contract/employment and then 
an agreed period of time afterward, normally 5 -7 years. The guardianship organisation 
is required to check that information provided in references is not contradictory or 
incomplete. On receipt, references should be checked to ensure that all specific 
questions have been answered satisfactorily. The referee should be contacted to 
provide further clarification as appropriate, for example if the answers are vague or if 
insufficient information is provided. They should also be compared for consistency with 
the information provided by the candidate on their application form. Any discrepancies 
should be taken up with the candidate. 

4.9.6 In addition to the above checks on our staff, for our homestays we will: 

4.9.7 Perform a Homestay Interview at the household to assess its suitability and inspect all 
accommodation. Detailed notes are kept for this interview. 

4.9.8 Obtain a signed Homestay Self Declaration. 

4.9.9 Obtain further information from the Homestay, which is reviewed and checked and any 
discrepancies addressed and the application deemed satisfactory. 

4.9.10 All Safer Recruitment Checks are held electronically on our secure Cloud drive. This 
drive only accessible by approved members of staff and in line with Data Protection 
guidelines and laws.   

4.9.11 Obtain insurance documentation and Gas Safety Certificate evidence.  

4.10 Safeguarding and Child Protection Training 

4.10.1 Ensure staff read and review the Safeguarding Policy annually or if any updates have 
been made. 

4.10.2 Provide mandatory safeguarding training to all staff and Homestays annually and 
whenever appropriate. This includes training and guidance on the AEGIS Basic 



 
Homestay Check-List (CL1), which confirms the duties and responsibilities of the 
Guardianship Organisation and host or homestay families ς for full checklist see 
Appendices B. 

4.10.3 At least one member of Guardianship Organisation staff will have received safer 
recruitment training from a recognised provider. 

4.10.4 BOSSS UK does not have any Private Fostering arrangements. 

 

5. Whistleblowing 

5.1 BOSSS UK are committed to being open, honest and accountable to the highest standard. If 
there has been any wrongdoing in the workplace that a mechanism must be set up to enable 
staff, partners and volunteer to report their concerns in confidence.   

5.2 The Public Interest Disclosure Act 1999 protects employees against being dismissed or treated 
unfairly by their employers if they have publically disclosed serious concerns.  

5.3 The whistleblowing policy aims to assist, encourage and support individuals who wish to report 
serious concerns that they may have pertaining to and including: 

5.3.1 Safeguarding and Child protection wrongdoing or concerns  

5.3.2 A criminal offence  

5.3.3 Health and safety 

5.3.4 Risk or actual damage to the environment 

5.3.5 Miscarriage of justice  

5.3.6 The company breaking the law  

5.3.7 Covering up of any wrong doing 

5.4 Those wishing to make a disclosure may do so to any member of staff who then must escalate 
the concern urgently without delay to the Designated Safeguarding Lead or their delegate (see 
section 2.7.1 and 2.7.2) 

5.5 In the event of any suspected criminal activity the Designated Safeguarding Lead should inform 
the police and facilitate the police in their investigation appropriately.  

5.6 If your concern relates to a safeguarding or child protection wrongdoing, normally you should 
first raise your concern internally, with our DSL or Deputy DSL. If you feel unable to do this 
(perhaps because your concern relates to them), you should raise your concern with our senior 
leadership Betty Stevens without bringing it to the attention of the DSL. If you concern is against 
senior leadership this should be brought to the attention of the Local Authority Designated 
Officer (LADO). For Dorset LADO Contact Details: 01305 221196 and email: 
dorsetLSP@dorsetcc.gov.uk. For Hampshire: 01962 876364 Email: hscb@hants.gov.uk 

mailto:dorsetlscb@dorsetcc.gov.uk
mailto:hscb@hants.gov.uk


 
5.7 If your concern relates to the DSL or senior leadership with regard to criminal activity then the 

police should be informed.  

5.8 If you are worried at any stage about how to raise your concern, you should always seek 
independent advice at the earliest opportunity. This may be to check who may be best placed to 
deal with your concern or simply to talk the matter through in confidence first and discuss how 
to raise your concern. You can do this through your union or professional body or the 
independent whistleblowing charity Public Concern at Work on 020 7404 6609, or by email at 
whistle@pcaw.org.uk. For further information please see their website at  

www.pcaw.co.uk. If you decide to seek advice from a legal adviser, then anything you say to 
them is automatically protected. 

5.9 If you have raised your concern internally but feel it has not been properly addressed, or if you 
feel unable to raise your concern at any level, you may feel that you need to raise your concern 
outside your place of work. It is advisable, in terms of both addressing the concern and securing 
your own protection as a whistleblower, to do this first with the body that has some oversight 
of the work of your employer. This may be a governing body, the local authority, a funding 
agency or a national regulator. 

5.10 If your concern is about an immediate or current risk to an individual child or children, it 
is important that you follow the child protection procedures that apply to the local authority. 

5.11 If you approach Ofsted with a concern about child protection, they will always refer it to 
the appropriate authority, as Ofsted does not have any statutory powers to directly investigate 
or intervene in individual cases. You can find advice on reporting child protection risks at: 
www.gov.uk/government/publications/keeping-children-safe-in-education. 

5.12 This web link is intended to provide support for professionals who work within 
educational settings. However, it also offers valuable advice and links helpful to members of the 
general public. More general advice is also available from the NSPCC, via their Helpline (0808 
800 5000) or website www.nspcc.org.uk/help- and-advice/worried-about-a-child/are-you-
worried-hub_wdh72939.html  

5.13 The Designated Safeguarding Lead has a responsibility to ensure that: 

5.13.1 They listen to the concern and decide if any action is needed.  

5.13.2 Asked for further information appropriately. 

5.13.3 To establish if the concern is confidential and if the individual wishes to remain 
anonymous. 

5.13.4 Keep the individual ƛƴŦƻǊƳŜŘ ŀōƻǳǘ ǘƘŜ ŀŎǘƛƻƴ ǘƘŜȅΩǾŜ ǘŀƪŜƴΣ keeping in consideration 
the level of detail which can be disclosed which is dependant on the whether the 
confidentiality of other people must be met. 

5.13.5 All staff comply with this policy 

5.14 Investigating procedure 

http://www.gov.uk/government/publications/keeping-children-safe-in-education


 
5.14.1 The Designated Safeguarding Lead or their delegate should obtain and document full 

details of the concern. This will be performed in writing and provided to the individual 
making the complaint and retained as evidence. 

5.14.2 If the concern is a Safeguarding or Child Protection issue the DSL must not investigate in 
any way but must inform the LADO and follow their instructions. Only the Police and 
LADO can investigate in a CP case. 

 

5.14.3 If appropriate, the member of staff against whom the complaint has been made should 
be informed of the complaint and their right to be accompanied by an appropriate 
representative at any future interview or hearing. 

5.14.4 Allegations should be fully investigated with assistance of other individuals the police or 
other bodies where appropriate. 

5.14.5 A decision regarding the validity of the concern will be made by the investigating 
Designated Safeguarding Lead including appropriate action to take.  

5.14.6 The investigations and rationale for the decision will be documented in a written report. 
This will be shared with  

5.14.7 If appropriate a disciplinary will be raised and company procedure followed.  

5.14.8 The individual who raised the concern should be kept informed of the progress and final 
decision if appropriate.  

5.14.9 If the individual is not satisfied with the how the concern was dealt with they may 
communicate this to another member of staff (eg a more senior member of staff) or 
a prescribed person or body 

5.15 NSPCC Whistleblowing Helpline 

5.15.1 The NSPCC have a whistleblowing helpline, which is available for staff who do not 
feel able to raise concerns regarding child protection failures within the 
organisation. Staff can call 0800 028 0285 between 8am and 8pm Monday to 
Friday or can email: help@nspcc.org.uk.  

5.15.2 The Whistleblowing Advice Line offers free advice and support to professionals 
with concerns about how child protection issues are being handled in their own 
or another organisation. 

 

6. Confidentiality and Information Sharing  

6.1 Confidentiality 

 

6.1.1 Information sharing is essential for effective safeguarding and promoting the 

https://www.gov.uk/government/publications/blowing-the-whistle-list-of-prescribed-people-and-bodies--2
mailto:help@nspcc.org.uk


 
welfare of children and young people. It is a key factor identified in many serious 
case reviews (SCRs), where poor information sharing has resulted in missed 
opportunities to take action that keeps children and young people safe. 

6.1.2 If information collection and sharing is to take place with the consent of the 
individuals involved, providing they are clearly informed about the purpose of the 
sharing, there should be no breach of confidentiality or breach of the Human 
Rights Act 1998. If the information is confidential, and the consent of the 
information subject is not gained, then practitioners need to decide whether 
there are grounds to share the information without consent. This can be because 
ƛǘ ƛǎ ƻǾŜǊǿƘŜƭƳƛƴƎƭȅ ƛƴ ǘƘŜ ƛƴŦƻǊƳŀǘƛƻƴ ǎǳōƧŜŎǘΩǎ ƛƴǘŜǊŜǎǘǎ ŦƻǊ ǘƘƛǎ ƛƴŦƻǊƳŀǘƛƻƴ ǘƻ 
be disclosed. It is also possible that a public interest would justify disclosure of 
the information (or that sharing is required by a court order, other legal 
obligation or statutory exemption). 

6.1.3 Lƴ ǘƘŜ ŎƻƴǘŜȄǘ ƻŦ ǎŀŦŜƎǳŀǊŘƛƴƎ ŀ ŎƘƛƭŘ ƻǊ ȅƻǳƴƎ ǇŜǊǎƻƴΣ ǿƘŜǊŜ ǘƘŜ ŎƘƛƭŘΩǎ ǿŜƭŦŀǊŜ 
is paramount, it is possible that the common law duty of confidence can be over 
overcome. Practitioners must consider this on a case-by-case basis. As is the case 
for all information processing, initial thought needs to be given as to whether the 
objective can be achieved by limiting the amount of information shared ς does all 
of the personal information need to be shared to achieve the objective? 

6.1.4 All child protection or safeguarding records deemed to be confidential, disclosure will 
be allowed only to those who will need the information to safeguard and ensure the 
welfare of the children.  

6.1.5 The designated safeguarding lead is responsible for ensuring that child protection files 
are kept up to date. Information should be kept confidential and stored securely. It is 
good practice to keep concerns and referrals in a separate child protection file for each 
child. Records should include: 

¶  a clear and comprehensive summary of the concern; 

¶ details of how the concern was followed up and resolved;  

¶ a note of any action taken, decisions reached and the outcome.  

6.1.6 They should ensure the file is only accessed by those who need to see it and where the 
file or content within it is shared, this happens in line with information sharing advice as 
set out in Part one and Part two of this guidance.  

6.1.7 BOSSS UK will co-operate with police and social services in order to share the relevant 
information related to child protection investigations under section 47 of the Children 
Act 1989.   

6.2 Data Protection 

 

6.2.1 BOSSS UK staff will have access to personal confidential information that we collect on 
host families, students, overseas parents and other staff members. This information is 
gathered in order to enable it to provide a guardianship service and other associated 



 
functions. In addition, there may be a legal requirement to collect and use information 
to ensure that BOSSS UK Guardians complies with its statutory obligations. 

6.2.2 The GO should ensure relevant staff have due regard to the relevant data protection 
principles, which allow them to share (and withhold) personal information, as provided 
for in the Data Protection Act 2018 and the GDPR. This includes: 

6.2.3 Being confident of the processing conditions which allow them to store and share 
information for safeguarding purposes, including information which is sensitive 
and personal, and shouƭŘ ōŜ ǘǊŜŀǘŜŘ ŀǎ ΨǎǇŜŎƛŀƭ ŎŀǘŜƎƻǊȅ ǇŜǊǎƻƴŀƭ ŘŀǘŀΩΦ 

6.2.4 ¦ƴŘŜǊǎǘŀƴŘƛƴƎ ǘƘŀǘ ΨǎŀŦŜƎǳŀǊŘƛƴƎ ƻŦ ŎƘƛƭŘǊŜƴ ŀƴŘ ƛƴŘƛǾƛŘǳŀƭǎ ŀǘ ǊƛǎƪΩ ƛǎ ŀ 
processing condition that allows practitioners to share special category personal 
data. This includes allowing practitioners to share information without consent 
where there is good reason to do so, and that the sharing of information will 
enhance the safeguarding of a child in a timely manner but it is not possible to 
gain consent, it cannot be reasonably expected that a practitioner gains consent, 
or if to gain consent would place a child at risk. 

6.3 The Data Protection Act 2018 and GDPR do not prevent the sharing of information for the 
purposes of keeping children safe. Fears about sharing information must not be allowed to 
stand in the way of the need to safeguard and promote the welfare and protect the safety of 
children. 

6.3.1 BOSSS UK is registered with the Information Commissioners Office (ICO) and 
information will be stored and processed in accordance with the Data Protection Act 
2018 and the General Data Protection Regulation (GDPR) 25 May 2018 and the Data 
Protection Act (DPA) 2018. Our registration reference is ZA139160. 

6.3.2 The EU GDPR replaces the Data Protection Directive 95/46/EC and was designed to 
harmonize data privacy laws across Europe, to protect and empower all EU citizens data 
privacy and to reshape the way organizations across the region approach data privacy. 

6.3.3 The DPA 2018 came into force on 25th May 2018 and replaces the DPA 1998. 

6.3.4 Everyone responsible for using data will follow ǘƘŜ ΨŘŀǘŀ ǇǊƻǘŜŎǘƛƻƴ ǇǊƛƴŎƛǇƭŜǎΩ ǘƻ ƳŀƪŜ 
sure that the information is: 

6.3.4.1 Used fairly and lawfully 

6.3.4.2 Used for limited, specifically stated purposes 

6.3.4.3 Used in a way that is adequate, relevant and not excessive 

6.3.4.4 Accurate 

6.3.4.5 Kept for no longer than is absolutely necessary 

6.3.4.6 Handled ŀŎŎƻǊŘƛƴƎ ǘƻ ǇŜƻǇƭŜΩǎ Řŀǘŀ ǇǊƻǘŜŎǘƛƻƴ ǊƛƎƘǘǎ 

6.3.4.7 Kept safe and secure 



 
6.3.4.8 Not transferred outside the European Economic Area without adequate 

protection 

6.4 Information Sharing 

 

6.4.1 BOSSS UK recognises that Information sharing is vital to safeguarding and promoting the 
welfare of children and young people. A key factor identified in many serious case 
reviews (SCRs) has been a failure by practitioners to record information, to share it, to 
understand its significance and then take appropriate action. 

6.4.2 BOSSS UK recognise the guidance from Ia DƻǾŜǊƴƳŜƴǘ ŘƻŎǳƳŜƴǘǎ ΨInformation 
{ƘŀǊƛƴƎΩ 2018 and Ψ²ƻǊƪƛƴƎ ¢ƻƎŜǘher tƻ {ŀŦŜƎǳŀǊŘ /ƘƛƭŘǊŜƴΩ нл20 and abide by the 
Ψ{ŜǾŜƴ DƻƭŘŜƴ wǳƭŜǎ ǘƻ ǎƘŀǊƛƴƎ LƴŦƻǊƳŀǘƛƻƴΩΦ 

i. Remember that the Data Protection Act 1998 and human rights law are not barriers 
to justified information sharing, but provide a framework to ensure that personal 
information about living individuals is shared appropriately. 

ii. Be open and honest with the individual (and/or their family where appropriate) 
from the outset about why, what, how and with whom information will, or could be 
shared, and seek their agreement, unless it is unsafe or inappropriate to do so. 

iii. Seek advice from other practitioners if you are in any doubt about sharing the 
information concerned, without disclosing the identity of the individual where 
possible. 

iv. Share with informed consent where appropriate and, where possible, respect the 
wishes of those who do not consent to share confidential information. You may still 
share information without consent if, in your judgement, there is good reason to do 
so, such as where safety may be at risk. You will need to base your judgement on 
the facts of the case. When you are sharing or requesting personal information 
from someone, be certain of the basis upon which you are doing so. Where you 
have consent, be mindful that an individual might not expect information to be 
shared. 

v. Consider safety and well being: Base your information sharing decisions on 
considerations of the safety and well-being of the individual and others who may be 
affected by their actions. 

vi. Necessary, proportionate, relevant, adequate, accurate, timely and secure: Ensure 
that the information you share is necessary for the purpose for which you are 
sharing it, is shared only with those individuals who need to have it, is accurate and 
up-to-date, is shared in a timely fashion, and is shared securely (see principles).  

vii. Keep a record of your decision and the reasons for it ς whether it is to share 
information or not. If you decide to share, then record what you have shared, with 
whom and for what purpose. 

6.5 Record Keeping 

 

https://www.gov.uk/eu-eea


 
6.5.1 BOSSS UK The School recognises that by efficiently managing its Safeguarding records, it 

will be able to comply with its legal and regulatory obligations and to contribute to the 
effective overall management of the Guardianship Organisation (GO). Records provide 
evidence for protecting the legal rights and interests of the GO, its overseas parents, 
students, staff, homestays also our partner schools and provide evidence for 
demonstrating performance and accountability. This document provides the policy 
framework through which this effective management can be achieved and audited. 

6.5.2 This policy applies to all records that are created, received or maintained by staff of the 
GO in the course of carrying out its functions. 

6.5.3 Records are defined as all those documents which facilitate the business carried out by 
the GO and which are thereafter retained (for a set period) to provide evidence of its 
transactions or activities. These records may be created or received, dated and then 
stored, in hard copy at our head office or electronically on a secure cloud based drive 
only accessible by BOSSS UK Staff, in line with data protection requirements. 

6.5.4 Individual staff and employees must ensure that records for which they are responsible 
are accurate, and are maintained and disposed of in accordance with the GOs record 
keeping guidelines. 

6.5.5 All concerns, discussions and decisions made, and the reasons for those decisions, 
should be recorded in writing. Information should be kept confidential and stored 
securely. It is good practice to keep concerns and referrals in a separate child protection 
file for each child. 

6.5.6 Records should include: 

6.5.7 a clear and comprehensive summary of the concern; 

6.5.8 details of how the concern was followed up and resolved; 

6.5.9 a note of any action taken, decisions reached and the outcome. 

6.5.10 If in doubt about recording requirements, staff should discuss with the 
designated safeguarding lead (or deputy). 

6.6 Data Protection Toolkit  

Further details on information sharing can be found: 

6.6.1 In Chapter one of Working Together to Safeguard Children, which includes a 
myth-busting guide to information sharing 

6.6.2 At Information Sharing: Advice for Practitioners Providing Safeguarding Services 
to Children, Young People, Parents and Carers. The seven golden rules for sharing 
information will be especially useful 

6.6.3 !ǘ ¢ƘŜ LƴŦƻǊƳŀǘƛƻƴ /ƻƳƳƛǎǎƛƻƴŜǊΩǎ hŦŦƛŎŜ όL/hύΣ ǿƘƛŎƘ ƛƴŎƭǳŘŜǎ L/h D5tw C!vǎ 
and guidance from the department 



 
6.6.4 In Data protection: toolkit for schools - Guidance to support schools with data 

protection activity, including compliance with the GDPR. 

 

6 Bullying including Cyber Bullying  

6.5 BOSSS UK is committed to safeguarding its students from bullying. We promote a caring, friendly 
and safe environment for all of our students so they can learn in a relaxed and secure 
atmosphere.   

6.6 What is bullying? Bullying is behaviour by an individual or group, repeated over time, that 
intentionally hurts another individual or group either physically or emotionally. Bullying can take 
many forms (for instance, cyber-bullying via text messages, social media or gaming, which can 
include the use of images and video) and is often motivated by prejudice against particular 
groups, for example on grounds of race, religion, gender, sexual orientation, special educational 
needs or disabilities, or because a child is adopted, in care or has caring responsibilities. It might 
be motivated by actual differences between children, or perceived differences. 

6.7 Bullying can be expressed in many ways, the most common are: 

6.7.1 Emotional: Being unfriendly, excluding, tormenting  

6.7.2 Physical: Pushing, kicking hitting or any use of violence 

6.7.3 Racist: Racial taunts gestures  

6.7.4 Sexual: Unwanted physical contact or sexually abusive comments 

6.7.5 Verbal: Name calling, teasing  

6.7.6 Cyber: All areas of the Internet, such as emailing, text messaging (see section 8.4) 

6.8 A child will often indicate signs that suggest that he or she is being bullied.  The most obvious of 
which are: 

6.8.1 Unwilling to go to school 

6.8.2 Becomes withdrawn, anxious and lacking in confidence 

6.8.3 Begins to do poorly at school  

6.8.4 Iŀǎ ǇƻǎǎŜǎǎƛƻƴΩǎΣ ǿƘƛŎƘ ŀǊŜ ŘŀƳŀƎŜŘ ƻǊ άƎƻ ƳƛǎǎƛƴƎέ 

6.8.5 Has unexplained cuts and bruises 

6.8.6 Becomes aggressive, disruptive or unreasonable 

6.8.7 Eating habits change or stops eating 

6.8.8 Cries themselves to sleep or has nightmares 



 
6.8.9 Is frightened to say what is wrong 

6.9 It is essential that all students and homestays to understand the different forms of bulling and the 
common signs. If they observe any of these signs themselves or in any others that could indicate 
that bullying could be occurring and therefore should be investigated.  

6.10 Bullying procedure and guidelines: 

6.10.1 All incidents of bullying or suspected bullying should be reported immediately to the 
DSL or their deputy. It is the responsibility of the DSL to investigate the bullying 
behaviour to ensure that the child is protected and safe.  

6.10.2 Attempts will be made to help the bully (bullies) change their behaviour. 

6.11 Actions (as appropriate): 

6.11.1 The bully (bullies) will be asked to apologise. 

6.11.2 In serious cases exclusion will be considered 

6.11.3 Attempts will be made to reconcile the individuals (if appropriate). 

6.11.4 After the incident has been investigated and dealt with each case will be monitored to 
ensure there is no repetition. 

6.12 Guidelines for homestays and staff to help them to support a student who has been bullied or 
subjected to on-line abuse. 

6.12.1 Reinforce that no one deserves to be treated in this way and that they have done nothing 
wrong 

6.12.2 Ensure that they know that there is help available to them 

6.12.3 Encourage them to talk to someone that they trust such as a teacher or a member of the 
homestay family so they feel they have somewhere safe to go to 

6.12.4 9ƴŎƻǳǊŀƎŜ ǘƘŜƳ ǘƻ ǘŀƭƪ ǘƻ ǘƘŜƛǊ ǇŀǊŜƴǘǎκŎŀǊŜǊǎ ŀƴŘ ƛŦ ǘƘƛǎ ƛǎƴΩǘ ǇƻǎǎƛōƭŜ ǘƻ ǿǊƛǘŜ ŀ ƭŜǘǘŜǊ ƻǊ 
speak to another family member 

6.12.5 Take screen shots of the cyber bullying so that they have proof this is happening 

6.12.6 wŜǇƻǊǘ ŀƭƭ ŀōǳǎŜ ǘƻ ǘƘŜ ǊŜƭŜǾŀƴǘ ǎƻŎƛŀƭ ƳŜŘƛŀ ƴŜǘǿƻǊƪǎ ōȅ ŎƭƛŎƪƛƴƎ ƻƴ ǘƘŜ άǊŜǇƻǊǘ ŀōǳǎŜέ 
button 

6.12.7 Keep a diary so they have somewhere safe and private to write down their innermost 
thoughts and feelings, which will help to avoid feelings bottling up 

6.12.8 Give praise for being so brave and talking things through which will hopefully empower 
them to take responsibility and get help 

6.12.9 Sending abuse by email or posting it into a web board can be harassment and if this has 
happened make a complaint to the police who can trace IP addresses etc 



 
6.12.10 Ask the school if they have a School Liaison Police Officer that can help in this situation and 

talk to the school about the dangers and effects 

6.13 What support and help is available? 

6.13.1 We know that cyber bullying can have devastating impacts on some children and young 
adults, especially when they feel there is no let up from the abuse.  So what help is 
available if you feel the child might be in danger of self harming or having suicidal 
thoughts? 

6.13.2 Keep the school involved and put things in writing so you have a formal record of what has 
been going on.  Ask the school if there is any pastoral support your child can access. 

6.13.3 If your child has started to self-harm talk to your GP and a professional organisation who 
will be able to give you some much needed support such as Harmless or The National Self 
Harm Network Forum. 

6.13.4 wŜƳŜƳōŜǊ ǘƘŀǘ ȅƻǳ ŀǊŜ ƛƳǇƻǊǘŀƴǘ ǘƻƻ ǎƻ ƛǘΩǎ ŎǊǳŎƛŀƭ ǘƘŀǘ ȅƻǳ ŀǊŜ ǘŀƪƛƴƎ ƎƻƻŘ ŎŀǊŜ ƻŦ 
yourself.  The more relaxed you are feeling the better able you will be to support your 
child. 

6.13.5 If you are worried that your child is having suicidal thoughts seek some medical advice from 
your GP. Young Minds is a national charity committed to improving the emotional and 
mental wellbeing of ŀƭƭ ŎƘƛƭŘǊŜƴ ŀƴŘ ȅƻǳƴƎ ŀŘǳƭǘǎ ǳƴŘŜǊ ǘƘŜ ŀƎŜ ƻŦ нрΦ ¢ƘŜȅ ƘŀǾŜ ŀ ǇŀǊŜƴǘǎΩ 
helpline where you can talk your situation through with a trained adviser. 

6.13.6 .ǳǘ ƛǘΩǎ ƴƻǘ Ƨǳǎǘ ŎƘƛƭŘǊŜƴΣ CŀƳƛƭȅ [ƛǾŜǎ ǳƴŘŜǊǎǘŀƴŘǎ ǘƘŀǘ ŎȅōŜǊ ōǳƭƭȅƛƴƎ ŀŦŦŜŎǘǎ ŀŘǳƭǘǎ ǘƻƻΦ 
We know that cyber bullying can also have a devastating impact on adults and can make 
you feel extremely isolated.  It is very easy to post malicious and hurtful posts on social 
ƳŜŘƛŀ ǎƛǘŜǎ ŀǎ ǘƘŜǊŜ ƛǎ ǾŜǊȅ ƭƛǘǘƭŜ ƳƻŘŜǊŀǘƛƻƴ ŀƴŘ Ǉƻǎǘǎ Ŏŀƴ Ǝƻ άƭƛǾŜέ ōŜŦƻǊŜ ǘƘŜȅ Ŏŀƴ ōŜ 
reported.  This can leave people feeling very vulnerable and at a loss as to what they can 
do. 

6.13.7 Please refer to the Equality act 2010, Government document 8 which sets out the legal 
parameters for discrimination. Please note that bullying can be a child protection issue and 
should be dealt with as such if the child is likely to face significant harm. 

6.13.8 Advice and guidance on Preventing and Tackling Bullying, Mental Health and Behaviour in 
Schools   

 

7 Online Safety  

7.5 The purpose of this policy is to: 

7.5.1 To educate homestays, parents / agents and students about e- safety issues and 
appropriate behaviours so that they remain safe and legal online. 

7.5.2 To help homestays, parents / agents and students to develop critical thinking skills to 
reflect and enable them to keep themselves safe. 

https://www.gov.uk/government/publications/preventing-and-tackling-bullying
https://www.gov.uk/government/publications/preventing-and-tackling-bullying


 
7.5.3 To keep any personal data and information secure. 

7.5.4 To minimise the risks of handling sensitive information. 

7.5.5 Definition: Information Technology (IT) and the Internet are defined in this policy as all 
forms of computing, the Internet, telecommunications, digital media and mobile phones. 
Electronic communication includes using mobile phones, computers and other devices for 
email, text, instant messaging and social networking. 

7.5.6 We welcome the development of new technologies for communicating and will use them 
wherever they are appropriate to enhance our work with young people. 

7.5.7 We recognise our responsibility to take all reasonable measures to ensure that the risks of 
ƘŀǊƳ ǘƻ ȅƻǳƴƎ ǇŜƻǇƭŜΩǎ ǿŜƭŦŀǊŜ ŀǊŜ ƳƛƴƛƳƛǎŜŘΤ ŀƴŘΣ ǿƘŜǊŜ ǘƘŜǊŜ ŀǊŜ ŎƻƴŎŜǊƴǎ ŀōƻǳǘ 
yƻǳƴƎ ǇŜƻǇƭŜΩǎ ǿŜƭŦŀǊŜΣ ǘƻ ǘŀƪŜ ŀǇǇǊƻǇǊƛŀǘŜ ŀŎǘƛƻƴǎ ǘƻ ŀŘŘǊŜǎǎ ǘƘƻǎŜ ŎƻƴŎŜǊƴǎΦ 

7.5.8 We recognise the need to protect staff and volunteers from inappropriate conduct from 
young people in their personal lives and from situations that may make them vulnerable to 
allegations of wrongful conduct. 

7.5.9 We acknowledge that working for BOSSS UK requires appropriate conduct in public spaces 
outside our work and in our personal lives and that this includes electronic communication. 

7.5.10 The use of the Internet, web based or mobile communications and social media by staff 
members must ōŜ ŀǇǇǊƻǇǊƛŀǘŜ ǘƻ ǘƘŜ ǎǘŀŦŦ ƳŜƳōŜǊΩǎ ǊƻƭŜΣ ƭŀǿŦǳƭΣ ǇǊƻǇƻǊǘƛƻƴŀǘŜ ŀƴŘ 
ethical. The use of illegal software or access inappropriate websites is not permitted and 
face dismissal. 

7.5.11 Staff members must only access BOSS{¦YΩǎ ƛƴǘŜǊƴŀƭ information for a legitimate and 
authorised purpose only, must not disclose internal information to unauthorised recipients 
and must maintain confidentiality of internal information. 

7.5.12 Students are not allowed to use the Internet for any illegal activity; this includes accessing 
sites meant for adults or 18 years or older such as pornographic or gambling sites.  
Students must not search for, or browse through, any sites that contain offensive, obscene, 
violent, dangerous, inflammatory, racist or extremist material.  Downloading any 
unlicensed material such as music, video, TV programmes, games and PDF files is illegal and 
therefore not permitted. 

7.5.13 Staff members including the homestay and students, must be aware of the principles of the 
Computer Misuse, Copyright and Data Protection Act 1998.  

7.5.14 It is important for students to understand the risks of social networking and to know how 
to remain safe and avoid making themselves vulnerable to identity theft, bullying, 
harassment, grooming and abuse for example. The Child Exploitation and Online Protection 
body (CEOP) provides some useful guidelines and advice for parents, guardians, host 
families and ǎǘǳŘŜƴǘǎ όǘƘƛƴƪȅƻǳƪƴƻǿΦŎƻΦǳƪ ƛǎ ǘƘŜ /9htΩǎ ƻƴƭƛƴŜ ǎŀŦŜǘȅ ŎŜƴǘǊŜύΦ 

7.6 Online Safety 

7.6.1 We recognise that the use of the Internet by students is difficult for homestays to monitor. 



 
We will explain our policies and practice to homestays and seek to ensure they are aware 
of our policy and guidance.  

7.6.2 With the ever-growing use of the Internet, mobile telephones and social media, children 
can be bullied, harassed or even groomed and subsequently abused. BOSSS UK will work 
with its partner schools and homestays to ensure that children are advised on safe use of 
the Internet. It will provide guidance for homestays also and explain signs to look for in a 
child who is worried, such as a major change in demeanour, displays of anxiety or 
sleeplessness. 

7.6.3 Homestays are required to provide basic Internet access for communicating with family 
members by email and completing homework and study tasks. Any social or recreational 
use is to be agreed between the Homestay and the GO.  

7.6.4 It is appropriate for student to contribute a reasonable amount towards the Homestay 
families Internet cost if the student is accessing the Internet for social and recreational 
purposes. For example, face book, Skype, online gaming, downloading movies or music, 
watching movies or sending and receiving images. 

7.6.5 {ǘǳŘŜƴǘǎ Ƴǳǎǘ ƴƻǘ ǳǎŜ ǘƘŜƛǊ IƻƳŜǎǘŀȅ ŦŀƳƛƭƛŜǎΩ LƴǘŜǊƴŜǘ ǘƻ ŀŎŎŜǎǎ ƛƴŀǇǇǊƻǇǊƛŀǘŜ ƻǊ 
offensive websites. 

7.6.6 Homestays who become aware of inappropriate or excessive Internet use should discuss 
this with their student(s) in the first instance. If such issues cannot be managed by the 
homestay and are of cause for concern then they should be reported to the DSL or their 
deputy.  

7.7 Safe Use of the Internet Guidance for Homestays and Students   

7.7.1 How to stay safe online. The Internet is great fun but it does have dangers and we want 
you to be safe online. When you join a chatroom you'll find people are very friendly but the 
person you are talking to might not always be who they say they are.   

7.7.2 People can pretend to be your age and unfortunately there have been cases where adults have 
pretended to be teenagers and lured young people into meeting them in dangerous situations. 
Some of these cases have ended up in court in the UK. 

7.7.3 Bullying UK has had experience of young people using the internet who have been 
persuaded into dangerous situations by adults. This is an offence called 'grooming'. 

7.7.4 Internet Safety Tips 

7.7.4.1 Never give out your real name 

7.7.4.2 Never tell anyone where you go to school 

7.7.4.3 Only meet someone from a chatroom in a public place with one of your parents or 
another adult. If they are genuinely who they say they are they will be happy to do this 

7.7.4.4 Never give out your address or telephone number 



 
7.7.4.5 Never agree to meet anyone from a chatroom on your own 

7.7.4.6 Tell an adult if someone makes inappropriate suggestions to you or makes you feel 
uncomfortable online 

7.7.5 Danger Signs 

7.7.5.1 If the person tries to insist on having your address or phone number 

7.7.5.2 If the person emails you pictures which make you feel uncomfortable and which you 
would not want to show to anyone else 

7.7.5.3 If the person wants to keep their chats with you secret 

7.7.5.4 If the person tells you that you will get into trouble if you tell an adult what has been 
going on 

7.7.5.5 If the person emails you pictures which make you feel uncomfortable and which you 
would not want to show to anyone else 

7.7.5.6 If the person wants you to email them pictures of yourself or use a webcam in a way 
which makes you feel uncomfortable 

7.7.5.7 If the person shares information with you and tells you not to tell anyone else about it 

7.7.5.8 If the person wants to meet you and tells you not to let anyone know 

7.7.5.9 If you find any of these danger ǎƛƎƴǎ ƛǘΩǎ important that you tell your parents or 
another adult. 

 

7.8 Suggestion and strategies that families use to manage and monitor Internet use 

7.8.1 Implement time restrictions, for example Internet may be made available only 7ς 10 pm on 
school nights; with additional access granted at the weekend. 

7.8.2 Internet is made available only in a communal area such as an open living space to help 
homestays monitor the sites accessed and Internet use. 

7.8.3 These guidelines also apply to other use of electronic media provided in the Homestay for 
example TV media packages, smart TVs, digital/video cameras, smart phones, tablets and 
landlines. This list is not exhaustive due to the constantly changing nature of modern 
technology. 

7.8.4 Students are responsible and will be made accountable for any out of pocket expenses 
incurred by the Homestay caregivers through their use of home electronic equipment or 
services for example, making toll calls, viewing payable services on a TV media package. 

7.8.5 If Homestay caregivers are concerned in anyway due to students inappropriate or excessive 
Internet use or misuse of electronic media this be should be reported to the DSL or their 
deputy.  



 
7.9 Cyber-Bullying, grooming and on-line exploitation guidance for homestays and students   

7.9.1 ²Ƙŀǘ ƛǎ ŎȅōŜǊ ōǳƭƭȅƛƴƎΚ Ψ/ȅōŜǊ ōǳƭƭȅƛƴƎΩ ƳŜŀƴǎ ōǳƭƭȅƛƴƎ ōŜƘŀǾƛƻǳǊ ǘƘŀǘ ǘŀƪŜǎ ǇƭŀŎŜ Ǿƛa 
mobile phone or over the internet through emails, instant messaging and social networking 
websites. 

7.9.2 Texts, messages or images are sent or posted online, which hurt, intimidate or embarrass 
another person.  

7.9.3 Cyber bullying is not carried out face to face aƴŘ ǇŜƻǇƭŜ ƻŦǘŜƴ ŘƻƴΩǘ ƪƴƻǿ ǘƘŜ ƛŘŜƴǘƛǘȅ ƻŦ 
the person targeting them, but cyber bullying is no different from any other forms of 
bullying; the behaviour is the same and the impact is no less devastating.  

7.9.4 Advances in technology are simply providing an alternative means of reaching people ς 
malicious messages were once written on schoolbooks or toilet walls, they can now be sent 
via mobile phone or the Internet.  

7.9.5 CƻǊ ŎƘƛƭŘǊŜƴ ŀƴŘ ȅƻǳƴƎ ǇŜƻǇƭŜΣ ǘƘŜ LƴǘŜǊƴŜǘ ƛǎ ŀ ǇƭŀŎŜ ƴƻǘ ŀ ΨǘƘƛƴƎΩΦ LǘΩǎ ǎƻƳŜǘƘƛƴƎ ǘƘŀǘ 
allows them to connect with friends and other children and young people at any time of 
the day or night. This means that cyber bullying can happen virtually anywhere, and is no 
longer confined to the classroom or playground. 

7.9.6 The use of the Internet as a tool to bully others allows information to be sent to a large 
audience instantly. It also provides a sense of anonymity and an ability to send material to 
others under a false name. Therefore, children and young people can be targeted in their 
own homes; in their bedrooms and personal spaces where they should normally feel safe 
and protected. 

7.9.7 Where can cyber bullying happen? Cyber bullying can take place anywhere that children 
and young people have the use of technology. Some common places include: Facebook, 
YouTube, Instant message applications such as Skype or Facebook chat, Mobile phones, 

online gaming Ο 

7.9.8 What can we do about cyber bullying? Adults can help stop cyber bullying. Start by  

talking to children and young people about the issue and teaching them the rules that will 
help prevent cyber bullying from happening to them or someone they know. One of the 
best sources of advice for parents and for children and young people is CEOP (Child 
Exploitation and Online Protection Centre).  

7.9.9  If the homestay suspects that the child is being cyber-bullied please contact the DSL or 
their deputy immediately.  

7.9.10 ²Ƙŀǘ ƛǎ ƻƴƭƛƴŜ ƎǊƻƻƳƛƴƎΚ ¸ƻǳΩǾŜ ǇǊƻōŀōƭȅ ƘŜŀǊŘ ƻŦ ǘƘŜ ǘŜǊƳ ΨƎǊƻƻƳƛƴƎΩ ōŜŦƻǊŜΦ Lƴ ŜǎǎŜƴŎŜΣ 
this is a process used by people with a sexual interest in children to attempt to engage 
them in sexual acts either over the Internet or in person. 

7.9.11 The similarities between the online grooming process and the initial process of building 
online relationships can mean that some victimisation is going unnoticed as many victims 
ŘƻƴΩǘ ǊŜŀƭƛǎŜ ǘƘŜȅΩǊŜ ōŜƛƴƎ ΨƎǊƻƻƳŜŘΩ 



 
7.9.12 Sadly, these people do attempt to make contact with children over the Internet; this may 

be in social networking sites, chat rooms or online games. They could do this by pretending 
to be someone else, or showing an interest in them. 

7.9.13 It is important that children understand that people like this exist and that they should 
never do anything online or offline that they are uncomfortable with. Talk to your child 
about online grooming. Explain how easy it can be to lie online and the reasons why an 
adult may wish to contact them.  

7.9.14 Tell them to speak to you if anything like this happens to them. Tips on how to approach 
this subject can be found on the CEOP website as well as how to report any inappropriate 
contact made to your child online. This can be done via www.ceop.police.uk or contact 
your local Police station by calling 101 (or dialling 999 in an emergency). 

7.9.15 If the homestay suspects that the child is being subjected to online grooming please 
contact the DSL or their deputy immediately.  

7.9.16 What is online exploitation? Sexual online exploitation is the sexual abuse of children and 
youth using technology and online tools. This could be through the exchange of sex 
or sexual acts for drugs, food, shelter, protection, other basics of life, and/or money. Sexual 
exploitation includes involving children and youth in creating pornography 
and sexually explicit websites. 

7.9.17  Child sexual exploitation is a complex form of abuse and it can be difficult for those 
working with children to identify and assess. The indicators for child sexual exploitation can 
ǎƻƳŜǘƛƳŜǎ ōŜ ƳƛǎǘŀƪŜƴ ŦƻǊ ΨƴƻǊƳŀƭ ŀŘƻƭŜǎŎŜƴǘ ōŜƘŀǾƛƻǳǊǎΩΦ Lǘ ǊŜǉǳƛǊŜǎ ƪƴƻǿƭŜŘƎŜΣ ǎƪƛƭƭǎΣ 
professional curiosity and an assessment which analyses the risk factors and personal 
circumstances of individual children to ensure that the signs and symptoms are interpreted 
correctly and appropriate support is given. Even where a young person is old enough to 
legally consent to sexual activity, the law states that consent is only valid where they make 
a choice and have the freedom and capacity to make that choice. If a child feels they have 
no other meaningful choice, are under the influence of harmful substances or fearful of 
ǿƘŀǘ ƳƛƎƘǘ ƘŀǇǇŜƴ ƛŦ ǘƘŜȅ ŘƻƴΩǘ ŎƻƳǇƭȅ όŀƭƭ ƻŦ ǿƘƛŎƘ ŀǊŜ ŎƻƳƳƻƴ ŦŜŀǘǳǊŜs in cases of child 
sexual exploitation) consent cannot legally be given whatever the age of the child.  

7.9.18 Potential indicators of child sexual exploitation. Children rarely self-report child sexual 
exploitation so it is important that practitioners are aware of potential indicators of risk, 
including:  

7.9.18.1 Acquisition of money, clothes, mobile phones etc without plausible explanation; 

7.9.18.2 Gang-association and/or isolation from peers/social networks; 

7.9.18.3 Exclusion or unexplained absences from school, college or work; 

7.9.18.4 Leaving home/care without explanation and persistently going missing or returning 
late; 

7.9.18.5 Excessive receipt of texts/phone calls; 

7.9.18.6 Returning home under the influence of drugs/alcohol; 



 
7.9.18.7 Inappropriate sexualised behaviour for age/sexually transmitted infections; 

7.9.18.8 Evidence of/suspicions of physical or sexual assault; 

7.9.18.9 Relationships with controlling or significantly older individuals or groups; 

7.9.18.10 Multiple callers (unknown adults or peers); 

7.9.18.11 Frequenting areas known for sex work; 

7.9.18.12 Concerning use of internet or other social media; 

7.9.18.13 Increasing secretiveness around behaviours; and 

7.9.18.14 Self-harm or significant changes in emotional well-being. 

7.9.19 If the homestay suspects that the child is being exploited online please contact the DSL 
or their deputy immediately.  

7.9.20 Links to support online safety can be found in the KCSIE guide Annex D.  

 

Appendix A: Policy Consultation & Review 

 
This policy is referenced on our website, available online and on request from BOSSS UK Ltd for parents, 
students, schools and homestays.  
 
The policy is provided to all staff (including temporary staff and volunteers) at induction alongside our 
Professional Code of Conduct. This and all BOSSS policy will be reviewed in full by BOSSS UK on an 
annual basis and revisions circulated to key Individuals.  
 
Signature BOSSS UK 

Date 04/06/2022 

 

Date Status Name Change control comments 

15/10/2016 Initial draft  Victoria Barfoot-Saunt Initial draft complete and ready for review 

02/09/2017 Annual 
Review  

Victoria Barfoot-Saunt Minor amendments  

11/04/2018 Annual 
Review 

Victoria Barfoot-Saunt Update further to receipt of new AEGIS minimum 
standards  

12/06/2018 Annual 
Review 

Victoria Barfoot-Saunt Update further to AEGIS feedback 

26/05/2019 Annual 
Review 

Victoria Barfoot-Saunt Update further to AEGIS inspection 2 and changes in 
KCSE 18 



 

12/06/2021 Annual 
Review 

Victoria Barfoot-Saunt Update further to Keeping children safe in education 
(2020) and January 2021 changes 

04/06/2022 Annual 
Review  

Victoria Barfoot-Saunt Update further to Keeping children safe in education 
2021 and 2022 
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Appendix B: AEGIS Check List 1 (CL1) Duties and Responsibilities of 
Guardianship Organisations and Host or Homestay Families 



 

 
 

 

Appendix C: Safeguarding and Child Protection Training 


