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1. Our commitment to safeguarding
The purpose of the BOSSS UK Safeguarding &ulidts associated documenssto:

1.1 Provideprotection forevery child who is under iggiardianship and care is safe and protected from
harmand

1.2 Provide students, staff and host families wgthidance on procedures they should adopt in the
event that they suspect a student may be eigreing, or be at risk of, harm

This means we will always work to:

V Protect children and young peopteour care from maltreatment. All students, regardlesgyef a
disability, gender, racial heritage, religious belief, sexual orientation or identity, have the right to
equal protection from all types of harm or abuse

VEt NBZSY(ld AYLI ANNSyYy(d 27F 2 dabidalKphysieiestly @ develoghient;@ 2 dzy 3

V Ensure that children and young peopleur caregrow up in circumstances consistent with the
provision of safe and effective care;

V BOSSS @commitment is further formalised in our safeguarding paimgument, whicthas taken
the following guidancérom HM Government and proceduriso consideration:

0 KeepingChildren Safe in Educatignidance
0 Working together to Safeguard Childréfarch 208
o0 Child Protection Group
V This policy should be read alongside the aboeationed guidance and:

0 Statutory guidance Working Together to Safeguard Children

o Departmental advice What to do if you are Worried a Child is Being AbAdeide for
Practitioners

o Departmental advice Sexual Violence and Sexual Harassment Between Children in Schools

and Collegs

1.3 This policyapplies to all studentstaff, host families and anyone working on behalf of BOSSS UK.

1.4 KCSIE now applies to providers of post 16 education

1.5 as set out Education and Training (Welfare of Children) Act

1.6 2021

1.7 Our Policy documents will be discussed with our staff, homestays and students in order to ensure
that the content isunderstood.

L
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2. Safeguarding an@hild FPotection

2.1 BOSSS Wknowledges the duty of care to safeguard and promote the welfare of all children in its
care involved in school and leisure actividiad to comply with the UK child protection laws and
adherence to the UN convention on the Rights of the Child, Y88%re committed to protecting
the children in our caréfom physical, emotional or sexual abuse or neglect.

2.2 The aim of ou€Child Protection Policy is to promote good practice by:

2.3 Providing children and young people with appropriate safety and proteghdst in the care of the
BOSSS YUK

2.4 Ensuring that all guardianship personnel is informed and aware of their responsibilities to act on any
concerns of signs of abuse, neglaad other safeguarding issuedating to children and young
people by contactig the appropriate authorities;

2.5 Ensuring that all guardianship personnel and Host Families are recruited accosgifey to
recruitment practices anfbrmally screened through the completion of an Enhanced Disclosure and
Barring Service check;

2.6 Promoting an environment of trust and open communication between students, sBl®§S UK
personnel anBOSSSUK2 &0 Cl YAf AS&aszX Ay 2NRSNI G2 NBO23IyAras
top priority.

2.7 Responding to any child abuse allegations orisiasys in accordance with the guidelines of the
Association for the Education and Guardianship of International Students (AEGIS);

2.8 Having @esignated Safeguarding Lé&ELjor child protection as well as having a Deputy
Designated Safeguarding LéBIDSL)TheDesignated Safeguarding L€ NB a L2y aA oAt A (e

2.8.1 Act as the first point of contact for Host Families, Parents, Students and the Guardianship
Organisation's staff.

2.8.2 Liaising, as necessary, with the relevant Local Authority Designated Officer, appointed by the
Social Services Department, as well as with the Designated Officer appointed by the School or
College attended by the Student.

2.9 Having a Prevent Lead for chplabtection as well as having a Deputy Prevent Lead. The Prevent
[ S RQad NBalLRyaraoAtAGe Aa Gz2vY

2.9.1 Act as the first point of contact if a child has been identified who may be vulnerable to
radicalisation, and know what to do when they are identified.

2.9.2 To proect children from the risk of radicalisation as part of their safeguarding duties
2.10 Designatedsafeguarding Led®SLand Prevent Leafilll contact details

2.10.1 Designated Safeguarding Lead (&&Lgmergencgontact details:
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Name: Tina Wong
Emailinfo@bosssguardians.com
Contact number (24 hour emergency): +44 (0)777 6206352

2.10.2 Deputy Designated Safeguarding Lead éD8lemergencgontact details:
Name:Candy Lam

Emailinfo@bosssguardians.com

Contact number (24 hour emergency): +@7922 152628

2.11 Liaison witlthe LocaBafeguarding Partnership (LSP)

2.11.1 TheLSRs a multiagency body set up in every local authority. E&#f#has an independent
/| KFANE GKIFIGO Aaz a2YS2yS K2 R2SayQid 62N] F2NJ ¢
Of 2aSfte gAGK GKS 5ANBOG2NILSAFo:/ KAf RNBY Qa { SNIIA «

2.1.1..1 Coordinate what is done by everyone on t&Ro safeguard and proote the welfare of
children in the area make sure that each organisation acts effectively when they are doing
this.

2.1.1..2  TheLSPublishes policies and procedures for child protection in their area.

2.11.4 Multi-agency working: New safeguarding partners @mnitil death review partner arrangements
are now inplace. Locally, the three safeguarding partners (the local authority; a clinical
commissioning group for an area within the local authority; and the chief officer of foolare
area (any part of whictalis) within the local authority area) will makteangements to work
together with appropriate relevant agencies to safeguardmodote the welfare of local
children, including identifying and responding to their needs.

2.11.5 Itis especially important théte GOunderstand their role in théhree safeguarding partner
arrangements. Governing bodies, proprietors and their séedmiership teams, especially their
designated safeguarding leads, should nthkenselves aware of and follow their local
arrangemerns.

2.11.6 The designated safeguarding lead and any deputies should liaise with the three safeguarding
partners and work with other agencies in line with Working Together to Safeguard Children.
NPCEWhen to call the police should help designated safeguarding leadkerstand when they
should consider calling the police and what to expect when they do.

2.11.7 BOSSS UK is aware of how to access local agency contacts. This includes referrals to Multi
l 3SyO0eé {I ¥S3dzZ NRAy3 1 dzoa 6al! {0 dsfWacfosOl f { I F:
the country, how to access locally agreed ir#ggency procedures, guidance and contact with
LSAnembers.

2.11.8 In addition, the company is aware of the remergency reporting procedures via the Local
L dz0 K2 NR G@Qa / KA f R thbaed ar MASHNMA thOBlévanNddritast @elephone 2
numbers on the internet), or by telephoning 101 to report a-earergency. For emergency
situations, the company is aware of the need to contact the relevant police force for the area by
dialling 999.

2.11.9 DorsetLSFContact Details:
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Telephone: 01305 221196
Email:.LADO@bcpcouncil.gov.uk
Local Area Designated Officer (LADOP@B0O5 221122

2.11.10Hampshird.SRContact Detalils:

Telephone: 01962 876364
Email:hscbh@hants.gov.uk
Local Area Designated Officer (LADQO) contact number: 01962 876364

2.12 Liaison with parents / agents apédrtner schools

2.13 BOSSS UK keep in regular contact with the student's school, in line with the requirements of the
parents. Each partner school has a designed person engaged to liaise with. Information is
disseminated information to other appropriate indwals within the school. BOSSS UK will check
that the information has been cascaded appropriately.

2.14 BOSSS UK also keep in regular contact with parents/agents appropriately. Information regarding
the student is disseminated to the parents/agents when appate.

3. MissingStudent

3.1 A missing child could potentially be at risk of abuse or neglect. We are alert to that possibility and
will notify all relevant authorities if it is deemed necessary.

3.2 This policy will be provided to all staff darmmestays and can be viewed in our HomedRayent
handbooksand our websitevww.bosssuk.co.uk

3.3 In order to minimiselte risk of a child/children becoming lost whilst in care the homestay or school
will:

3.2.1 Ensure that the student has all relevant contact numbers i.e. the homestay contact
numbers (in particular re primary carer), their BOSSS UK student coordinator, #relDSL
emergency contact numbers.

3.2.2 Ensure the premises is secure and | will take steps to prevent unauthpeis®ns
entering the premises

3.2.3 Ensure that the child is supervised closely wihpablic places areisited such aocal
parks, museums and shops

3.2.4 Ensure your child knows to stay close to me when we are away from the setting, assessing
@2dzNJ OKAf RQa adl 3S 2F R @SfsBpeiviSofisinfer Sy & dzNB

3.2.5 Teachhe child about how to keep safe, so they also know the procedure to take should in
the unlikely event, they become separated fritvair chaperone

3.2.6 Teachhe child about the dangers of wandering off

3.2.7 Advise thechild what to do if they find themselves lost

3.2.8 With parental consent carry an tp-date photograph of each child yourcare

329 wSO23yArasS OKAft RiN&sglapraentlofih® childyeR tdeniify adnSetird
point on arrival at the venue showdu get separated


mailto:hscb@hants.gov.uk
http://www.bosssuk.co.uk/
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3.4 On discovering that a child has ganissing the homestay or school will:

3.3.1 Immediately make a search of the surrounding area

3.3.2 Request help from people around you

3.3.3 Ifin a public building, alert the staff of the situation and ask for assistance in searching for
the missing child

3.3.4 Ifin a place Were it is possible to seal off exits and access CCTV, then you will request that
this is done immediately

3.3.5 People involved in the search will be given a description of the child and what the child is
wearing

3.3.6 Reassure the other children in my care (if aay)his could become a distressing situation
for them.

3.3.7 A suggested timeline is as follows, it is important to note that this is not a strict protocol,
but a guideline for the staff or homestay on how to respond. It is recognised that timings
may vary ireach case.

0 mirutes: Indicated return time, e.g. agreed time to return for meal time

O¢m K2dzNY W[ I 0GS NBOGdNYyQ y20SR o6& aidlFF 2N K
the student by trying to contact hem by mobile phone and ifsaotessful speaking to
their friends (if known).

1¢cH K2dzZNRY Wb2(d NBUGdINYSRQ AT adAatt dzyrof$S
should seek to make contact with the DSL and check for any planned trips, conduct a

basic room search for evidenckreason for being absent, etc. If for any reason there

has been a delay in the absence being discovered, the timescale should be tightened

I OO2NRAyYy3If &z odzi GKSNB adatt ySSRa G2 oS i
whereabouts, aphone callmussb YF RS AF GKSNB FINB Fyé 02yO0¢
welfare.

3.5 If the search is unsuccessyolu must

3.4.1 Ring the police, providing a description and keep searching the¥ayealo not have to
wait 24 hours to report someone as missing. If you have seramegrns for the safety
and welfare of a person, and their whereabouts are unknown, then you may immediately
report them missing to your local police.
3.4.2 Contact the guardianship Designateafeguarding Leamt Deputy Designated
Safeguarding Ledd advise hem of the situatiowithin 2 hours.
3.4.3 Designatedsafeguarding Leamt Deputy DesignateSafeguarding Ledd advise the
parents of the situation

3.6 In the event a student is identified to be missing the students, staff, volunteers, homestays or
schoolshould report the missing students to the DSL or their deputy.
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3.7 BOSSS UK recognises the guidance in the Children Missing from Education guidance September
2016and is particularly relevant to day studems overview of the guidance:

3.7.1.1 All children, regalless of their circumstances, are entitled to an efficient, full time
education, which is suitable to their age, ability, aptitude and any special educational needs
they may have.

3.7.1.2 Children missing education are children of compulsory school age whotasegistered
pupils at a school and are not receiving suitable education otherwise than at a school.
Children missing education are at significant risk of underachieving, being victims of harm,
exploitation or radicalisation, and becoming NEET (notunagibn, employment or
training) later in life.

3.7.1.3 Effective information sharing between parents, schools and local authorities is critical to
ensuring that all children of compulsory school age are safe and receiving suitable
education. Local authorities@hld focus their resources effectively in intervening early in
the lives of vulnerable children to help prevent poor outcomes.

3.7.1.4 Children with special educational needs (SEN) and disabilities can face additional
safeguarding challenges. Additional barreas exist when recognising abuse and neglect

in this group of children. These can include:

T Assumptions that indicators of possible abuse such as behaviour, mood and injury
NBflGS G2 GKS OKAfRQAa RAaAlOAfAGE GAlGKZ2dzi
Being more prone tpeer group isolation than other children;

The potential for children with SEN and disabilities being disproportionally impacted
By behaviours such as bullying, without outwardly showing any signs; and
Communication barriers and difficulties in overcagrimese barriers.

To address these additional challenges, we would engage the school to consider extra
pastoral support for children with SEN and disabilities and consideration of the most
appropriate homestay to support them.

= =4 =4 A A

3.7 In the eent that a studehgoes missing:

3.7.2.1 The Missing Student log will be updated with the date of the incident, students name,
incident detail, action undertaken, staff member who reviewed the incident, lessons learnt
and any action undertaken e.g. required policy updatescammunications This record is
kept held electronically on our secure Cloud drive. This drive only accessible by approved
members of staff and in line with Data Protection guidelines and laws.

3.7.2.2 Areview will be undertaken after the incident and any lesseasit or actions taken
incorporated into policy.
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4. Safer Staff Recruitment

4.1 BOSSS Ufe committed to ensuring ataff recruitmentpolicy andorocedures arsafe,
promote the welfare of children and consider the requirements of Safeguarding and Child
Protection.The following guidance from HM Government are also considered:

4.1.1 KeepingChildren Safe in Educati¢all versions to present)
4.1.2 Working together to Safpiard Children, March 2015

4.2 The aim of the policy is to guide those responsible for appointing staff take all possible steps to
identify and reject potential employees who could cause harm to a child in our care or unsuited
to work with childrenBOSSS Wkpects all staff to share this commitment.

4.3 Thisshould includeas appropriate

4.3.1 Al applicants will receive fair treatment asthffwill be recruited on the knowledge,
skills and experience needed for the rolée Job descriptioshould detail that it
would bespecifically to working with children, or in a Bejtwhere children are present
and will promote thesafeguarding andromoting the welfare of children.

4.3.2 All staff including the Homestay individuagg16 and abovgto be in possession @in
Enhanced DBS Check with Barring certificate from the Disclosure and Barring Service
and be further checked, if appropriate, with Social Services through the Local
Safeguarding Children's Board.

4.4 Individuals who have lived or worked outside theoHRever been to the Uust undergo the
same checks as all other sta@hecks could include, where available:

4.4.1 Criminal records checks for overseas applicadteme Office guidance can be
found on GOV K}, and for teaching positions

4.4.2 Obtaining a letter of professional standing from the professional regulating
Authority in the country in which the applicant has worked. Advice about which
regulatory or professional body applicants should contact is avaitabighe
National Recognition Information Centre for the United Kingdom, UK NARIC

4.5 Obtain written permission from all Staff and Homestays for such checks to be undertaken.

4.6 All staff as well as the Primary Carer in the Homeasthgive an appropriate levef
safeguarding@nd child protection training.

4.7 All policy, procedures and people aedating to safeguarding and child protection are reviewed
annually and/or updated whenever appropriate and that additional relevant training be
provided, if and when agipable and annually at the minimu@hanges to policy are shared
with key individuals.

4.8 Training is conducted for staff on safer staff recruitment, how to conduct a homestay interview
and assessment and what mandatory documents and checks are required.

4.9 Aspart of recruitingall ofour staff anchomestagwe wilt
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4.9.1 Section 4.9.I0entificationand verification (ID&V) checks perform¥erify a
OFyYRARI i1SQa ARSyGAGex AG Aa AYLRZNIFyG G2 o
this includes being aware of the potential for individuals changing their name. Best
practice is checking the naroe their birth certificate, where this is possible.

4.9.2 Complete a Right to Work check

4.9.3 Seek approval from the homestay/staff member to perform an Enhanced DB®heck
all family member age 16 and o{eomestays only)

4.9.4 Obtaintwo references (one professiahand one personal) froappropriateindividuals
who haveknownthe Homestay for over two years (rfamily membery

4.9.5 Verify the source of the reference bgrfporming follow-up telephone calls to both
referees must be made and proof of identity (either passport or driving licence)
requested from the personal refereé concerns are raised within the reference, the
guardianshiprganisation is required to address thdsetelephoning theeferee, so
any further questions can be asked. A log of thesballld be placed on file. The
references should be retained @fe for the duration of contract/employment and then
an agreed period of time afterward, normally75yeas. Theguardianship organisation
is required to check that informatigrrovided in references is not contradictory or
incomplete. Oneceipt, references should be checked to ensure that all specific
questions have been answered satisfactorily. The refgrealdbe contacted to
provide further clarification as appropriate, fatample if the answers are vague or if
insufficient information iprovided. They should also be compared for consistency with
the information provided by the candidate on their apgfionform. Any discrepancies
should be taken up with the candidate.

4.9.6 In addition to the above chechs our staff, foour homestaysve will:

4.9.7 Perform a Homestay Interview at the household to assess its suitability and inspect all
accommodation. Detailed notes are kept for this interview.

4.9.8 Obtain a signed dinestay Self Declaration.

4.9.9 Obtain further informationfrom the Homestay which is reviewed and checked and any
discrepancies addressed and the application deesagidfactory

4.9.10 All Safer Recruitment Checks are held electronically on our secure Cloud higve
drive onlyaccessible by approved members of sl in line with Data Protection
guidelines and laws.

4.9.11 Obtain insurance documentation and Gas SafetyfiCate evidence.
4.10 Safeguardingnd Child Protection Training

4.10.1 Ensure staff read and review the Safeguarding Panticyally or if any updates have
been made

4.10.2 Provide mandatory safeguarding training to all staff and Homestays annually and
whenever appropriate. This includes trainamgl guidance on thAEGIS Basic
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Homestay Cheekist (CLJL whichconfirms the duties and responsibilities of the
Guardianship Orgasation and host or homestay familigfor full checklist see
Appendices B

4.10.3 At least one member of Guardianship Organisation staff will have received safer
recruitment training from a recognised provider.

4.10.4 BOSSS UK does not have any Private Fosteringenrants.

5. Whistleblowing

5.1 BOSSS UK are committed to being open, honest and accountable to the highest standard. If
there has been any wrongdoing in the workplace that a mechanism must be set up to enable
staff, partners and volunteer to report their concgim confidence

5.2 The Public Interest Disclosure ABB9protects employees against being dismissetleated
unfairly by their employers if they have publically disclosed serious concerns.

5.3 The whistleblowingolicy aims to assistncourageand supporindividualsvho wish toreport
serious concerns that they magve pertainingo and including:

5.3.1 Safeguading and Child protection wrongdoing or concerns
5.3.2 A agiminal offence

5.3.3 Health and safety

5.3.4 Risk or actual damage to the environment

5.3.5 Miscarriage of justice

5.3.6 The company breaking the law

5.3.7 Covering up of any wrong doing

5.4 Those wishing to make a disclosoray do so to any member of staff wheh must escalate
the cancernurgently without delay to th®esignated Safeguarding Leadheir delegatgsee
section 2.7..and 2.7.2

5.5 In the event of any suspected criminal acyitiite Designated Safeguarding Lesdmbuld inform
the police and facilitate the police in their investigation appropriately.

5.6 If your concern relates to a safeguarding or child proteatimngdoing normallyyou should
first raise your concern internallyjth our DSL or Deputy D#Lyou feel unable to do this
(perhaps because your concern relates to them), you should raise your concesnrvgémnior
leadership Betty Stevemgthout bringing it to the attation of the DSUf you concern is against
senior leadership this should be brought to the attention of the Local Authority Designated
Officer (LADO). For Dorset LADO Contact Details: 01305 221196 and email:
dorseL.Svdorsetcc.gov.uk-or Hampshire: 01962 876364 Enteatb@hants.gov.uk


mailto:dorsetlscb@dorsetcc.gov.uk
mailto:hscb@hants.gov.uk
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5.7 If your concern relates to the DSL or senior leadership with regard to criminal activity then the
police should be informed.

5.8 If you are worried at any stage about how to raise your concewslyould always seek
independent advice at the earliest opportunity. This may be to check who may be best placed to
deal with your concern or simply to talk the matter through in confidence first and discuss how
to raise your concern. You can do this tigh your union or professional body or the
independent whistleblowing charity Public Concern at Work on 020 7404 6609, or by email at
whistle@pcaw.org.uk. For further information please see their website at

www.pcaw.co.uk. If you decide to seek advicenfeolegal adviser, then anything you say to
them is automatically protected.

5.9 If you have raised your concern internally but feel it has not been properly addressed, or if you
feel unable to raise your concern at any level, you may feel that you needdgoair concern
outside your place of work. It is advisable, in terms of both addressing the concern and securing
your own protection as a whistleblower, to do this first with the body that has some oversight
of the work of your employer. This may be aeggoing body, the local authority, a funding
agency or a national regulator.

5.10 If your concern is about an immediate or current risk to an individual child or children, it
is important that you follow the child protection procedures that apply to the lothabsty.

5.11 If you approach Ofsted with a concern about child protectiuay will always refer it to
the appropriate authority, as Ofsted does not have any statutory powers to directly investigate
or intervene in individual cases. You can find advice artneg child protection risks at:
www.gov.uk/government/publications/keephutpildrensafein-education

5.12 This web link is intended to provide support for professionals who work within
educational settings. However, it also offers valuable advice and links helpful to members of the
general public. More general advice is also available from the NSPCC, iAelftieie (0808
800 5000) or website www.nspcc.org.uk/hapd-advice/worriedabouta-child/areyou
worried-hub_wdh72939.html

5.13 TheDesignated Safeguarding Ldwss a responsibility to ensure that:
5.13.1 They listen to the concern and decide if any action ise®e
5.13.2 Asked for further informatiomppropriately

5.13.3 To establish if the concern is confidential and if the iddaliwishes to remain
anonymous.

5.13.4 Keepthe individuah Y F 2 N¥ SR I 0 2 dzii { KKeepingnichriigeratiok S& Q@S
the level of detail whichan be disclosed which is dependant on the whether the
confidentialityof other peoplemust be met.

5.13.5 All staff comply with this policy

5.14 Investigating procedure


http://www.gov.uk/government/publications/keeping-children-safe-in-education

o

=

BOSSS Guardians

5.14.1 TheDesignated Safeguarding Leadheir delegateshouldobtain and document full

details of theconcern This wilbe performed in writing angdrovided to the individual
making the complaint and retained as evidence.

5.14.2 If the concern is &feguarding or Child Protection isshe DSL must not investigate in

any way but must inform the LADO dnlllow their instructions. Only the Police and
LADO can investigate in a CP case.

5.14.3 If appropriate the member of staff against whoinet complaint has been made should

be informed of the complaint and their right to be accompanied by an appropriate
represenative at any future interview or hearing.

5.14.4 Allegations should be fully investigated with assistance of other individuals the police or

other bodies where appropriate.

5.14.5 A decision regarding the validity of the concern will be made by the investigating

Desigmated Safeguarding Leattluding appropriate action to take

5.14.6 The investigations and rationale for the decision will be documented in a written report.

This will be shared with

5.14.7 If appropriate a disciplinary will be raised and company procedure followed.

5.14.8 The individual who raised the concern should be kept informed of the progress and final

decision if appropriate.

5.14.9 If the individual is not satisfied with the how the concern was dealt with they may

5.15

communicate this to another member of staff (eg a moreanember of staff) or
aprescribed person or body

NSPCC Whistleblowing Helpline

5.15.1 The NSPCC have a whistleblowing helpline, which is available for staff who do not
feel able to raise concerns regarding child protection failures within the
organisation. Staff can call 0800 028 0285 between 8am and 8pm Monday to
Friday or can emaitelp@nspcc.org.uk

5.15.2 The Whistleblowing Advice Line offers free advice and support to professionals
with concerns about how ddiprotection issues are being handled in their own
or another organisation.

6. Confidentiality andnformation Sharing

6.1 Confidentiality

6.1.1 Information sharing is essential for effective safeguarding and promoting the


https://www.gov.uk/government/publications/blowing-the-whistle-list-of-prescribed-people-and-bodies--2
mailto:help@nspcc.org.uk
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welfare of children and young people. It is a key factor identified in many serious
case reviews (SCRs), where poor information sharing has resulted in missed
opportunities to tke action that keeps children and young people safe.

6.1.2 If information collection and sharing is to take place with the consent of the
individuals involved, providing they are clearly informed about the purpose of the
sharing, there should be no breach of fidantiality or breach of the Human
Rights Act 1998. If the information is confidential, and the consent of the
information subject is not gained, then practitioners need to decide whether
there are grounds to share the information without consent. Tmsbeabecause
Al A& 20SNBKSEYAy3Ate Ay GKS AYyTF2NXNIGAZY
be disclosed. It is also possible that a public interest would justify disclosure of
the information (or that sharing is required by a court order, other legal
obligation or statutory exemption).

613 LYy (GKS O2y(SEG 2F &I ¥S3dz2 NRAy3a | OKAtR 3
is paramount, it is possible that the common law duty of confidence can be over
overcome. Practitioners must consider this on atpsease basis. As is the case
for all information processing, initial thought needs to be given as to whether the
objective can be achieved by limiting the amount of information shadees all
of the personal information need to be shared to achieve theabive?

6.1.4 Allchild protection osafeguardingecords deemed to be confidential, disclosure will
be allowed only to those who will need the information to safeguard and ensure the
welfare of the children.

6.1.5 The designated safeguarding lead is responsiblenfsurring that child protection files
are kept up to date. Information should be kept confidential and stored securely. It is
good practice to keep concerns and referrals in a separate child protection file for each
child. Records should include:

1 a clearand comprehensive summary of the concern;
9 details of how the concern was followed up and resolved,;
1 anote of any action taken, decisions reached and the outcome.

6.1.6 They should ensure the file is only accessed by those who need to see it and where the
file or content within it is shared, this happens in line with information sharing advice as
set out in Part one and Part two of this guidance.

6.1.7 BOSSS UK vatioperatewith police and social services in order to share the relevant
information related to child protection investigations under section 47 of the Children

Act 1989.

6.2 Data Protection

6.2.1 BOSSS UK staff will have access to personal confidential infortihatiae collect on
host families, students, overseas parents and other staff membessinformation is
gathered in order to enable it to provide a guardianship service and other associated
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functions. In addition, there may be a legal requirement to collettuae information
to ensure thaBOSSS WBuardians complies with its statutory obligations.

The GO should ensure relevant staff have due regard to the relevant data protection
principles, which allow them to share (and withhold) personal informationpa&lpd
for in the Data Protection Act 2018 and the GDPR. This includes:

6.2.3 Being confident of the processing conditions which allow them to store and share
information for safeguarding purposes, including information which is sensitive

and personal,andshbuR 6S GNBIFGSR a WwWaLlSOALt OFGS
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processing condition that allows practitioners to share special category personal
data. This includes allowing practitioners targhinformation without consent
where there is good reason to do so, and that the sharing of information will
enhance the safeguarding of a child in a timely manner but it is not possible to
gain consent, it cannot be reasonably expected that a practitigaies consent,

or if to gain consent would place a child at risk.

6.3 The Data Protection Act 2018 and GDPR do not prevent the sharing of information for the
purposes of keeping children safe. Fears about sharing information must not be allowed to
stand inthe way of the need to safeguard and promote the welfare and protect the safety of
children.

6.3.1

6.3.2

6.3.3

6.3.4

BOSSS UK is registered with the Information Commissioners Office (ICO) and
information will be stored and processed in accordanitie tive DataProtection Act
2018and the General Data Protection Regulation (GDPR) 25 May 2018 and the Data
Protection Act (DPA) 2018. Our registration reference is ZA139160.

The EU GDPR replaces the Data Protection Directive 95/46/EC and was designed to
harmonize datgrivacy laws across Europe, to protect and empower all EU citizens data
privacy and to reshape the way organizations across the region approach data privacy.

The DPA 2018 came into force on 25th May 2018 and replaces the DPA 1998.

Everyone responsible fasing datawill followd K S WRIF G LINRGSOUGA2Y
sure that the mformation is:

6.3.4.1 Usedfairly and lawfully

6.3.4.2 Usedfor limited, specifically stated purposes

6.3.4.3 Usedin a way that is adequate, relevant and not excessive
6.3.4.4 Accurate

6.3.4.5 Keptfor no longer tlan is absolutely necessary

LINJ

6.3.46Handled OO2NRAY3 (2 LIS2LX SQa RIFGF LINRPGSOGAZ2

6.3.4.7 Keptsafe and secure
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6.3.4.8 Nottransferred outside th&uropean Economic Argathout adequate
protection

6.4 Information Sharing

6.4.1 BOSSS UK recognises th&drmation sharing is vital to safeguarding and promoting the
welfare of children and young people. A key factor identified in many serious case
reviews (SCRs) has been a failure by practitioners to record information, to share it, to
understand its significance and then take appropriate action.

6.4.2 BOSSS UK recognise the guidanceffram D2 @S NY Y Sy InforR&i@dzy Sy G & W
{KI NDIganarz 2 NJ A Yidt2 ¢ 2§ B$ 6 3 dzk NFoand Ebide ByMB vy Q  H 7
W{SPSy D2t RSy wdzZ Sa (2 aKINAY3I LYF2NNIGAZ2Y

i. Remember that the Data Protection Act 1998 and human rights law are not barriers
to justified information sharing, but provide a framework to eaghat personal
information about living individuals is shared appropriately.

ii. Be open and honest with the individual (and/or their family where appropriate)
from the outset about why, what, how and with whom information will, or could be
shared, and seekeir agreement, unless it is unsafe or inappropriate to do so.

iii. Seek advice from other practitioners if you are in any doubt about sharing the
information concerned, without disclosing the identity of the individual where
possible.

iv. Share with informed conséwhere appropriate and, where possible, respect the
wishes of those who do not consent to share confidential information. You may still
share information without consent if, in your judgement, there is good reason to do
S0, such as where safety may beisit. You will need to base your judgement on
the facts of the case. When you are sharing or requesting personal information
from someone, be certain of the basis upon which you are doing so. Where you
have consent, be mindful that an individual mightexpect information to be
shared.

v. Consider safety andell being Base your information sharing decisions on
considerations of the safety and wk#ing of the individual and others who may be
affected by their actions.

vi. Necessary, proportionate, relevaatjequate, accurate, timely and secure: Ensure
that the information you share is necessary for the purpose for which you are
sharing it, is shared only with those individuals who need to have it, is accurate and
up-to-date, is shared in a timely fashiondaa shared securely (see principles).

vii. Keep a record of your decision and the reasons fpwhether it is to share
information or not. If you decide to share, then record what you have shared, with
whom and for what purpose.

6.5 Record Keeping


https://www.gov.uk/eu-eea
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6.5.1 BOSSS UKd&Bchool recognises that by efficiently managingafeguardingecords, it
will be able to comply with its legal and regulatory obligations and to contribute to the
effective overall management of tliguardianship Organisation (G&gcords provide
evidence for protecting the legal rights and interests of @@ its overseas parents,
students, staff, homestays also our partner schant$ provide evidence for
demonstrating performance and accountability. This document provides the policy
framework throgh which this effective management can be achieved and audited.

6.5.2 This policy applies to all records that are created, received or maintained by staff of the
GO in the course of carrying out its functions.

6.5.3 Records are defined as all those documents whidlitée the business carried out by
the GO and which are thereafter retained (for a set period) to provide evidence of its
transactions or activities. These records may be created or recdated,and then
stored, in hard copgt our head officer electonicallyon a secure cloud based drive
only accessible by BOSSS UK $tdifie with data protection requirements.

6.5.4 Individual staff and employees must ensure that records for which they are responsible
are accurate, and are maintained afidposed of in accordance with the GOs record
keeping guidelines.

6.5.5 All concerns, discussions and decisions made, and the reasons for those decisions,
should be recorded in writing. Information should be kept confidential and stored
securely. It is good prace to keep concerns and referrals in a separate child protection
file for each child.

6.5.6 Records should include:
6.5.7 a clear and comprehensive summary of the concern;
6.5.8 details of how the concern was followed up and resolved;
6.5.9 a note of any action taken, decisiaesiched and the outcome.

6.5.10 If in doubt about recording requirements, staff should discuss with the
designated safeguarding lead (or deputy).

6.6 Data Protection Toolkit
Further details on information sharing can be found:

6.6.1 In Chapter one of Workinfpgether to Safeguard Children, which includes a
myth-busting guide to information sharing

6.6.2 AtlInformation Sharing: Advice for Practitioners Providing Safeguarding Services
to Children, Young People, Parents and Carers. The seven golden rules for sharing
information will be especially useful

663 ' ¢KS LYF2NNIGA2Y [/ 2YYAEZAA2YSNRAE hFTTFAO
and guidance from the department



o

=

BOSSS Guardians

6.6.4 In Data protection: toolkit for school§&uidance to support schools with data
protection activity, includingompliance with the GDPR.

6 Bullying includin@€yber Bllying

6.5 BOSSS UK is committed to safeguarding its students from bullying. We promote a caring, friendly
and safe environment for all of our students so they can learn in a relaxed and secure
atmosphere.

6.6 What is bullying? Bullying is behaviour by an individugioop, repeated over time, that
intentionally hurts another individual or group either physically or emotionally. Bullying can take
many forms (for instance, cybbullying via text messages, social media or gaming, which can
include the use of images anleo) and is often motivated by prejudice against particular
groups, for example on grounds of race, religion, gender, sexual orientation, special educational
needs or disabilities, or because a child is adopted, in care or has caring respondilnilitibs. |
be motivated by actual differences between children, or perceived differences.

6.7 Bullying can be expressed in many ways, the most common are:

6.7.1 Emotional: Being unfriendly, excluding, tormenting
6.7.2 Physical: Pushing, kicking hitting or any use of vielenc
6.7.3 Racist: Racial taunts gestures
6.7.4 Sexual: Unwanted physical contact or sexually abusive comments
6.7.5 Verbal: Name calling, teasing
6.7.6 Cyber: All areas of the Internet, such as emailing, text mesgagigection 8.4)
6.8 A child will often indicate signs that seggthat he or she is being bullied. The most obvious of
which are:
6.8.1 Unwilling to go to school
6.8.2 Becomes withdrawn, anxious and lacking in confidence
6.8.3 Begins to do poorly at school
684 | a L2aasSaarzyQasr ¢KAOK IINB RIFEYIF3ISR 2NJ a32
6.8.5 Has unexplained cuts abduises
6.8.6 Becomes aggressive, disruptive or unreasonable
6.8.7 Eating habits change or stops eating
6.8.8 Cries themselves to sleep or has nightmares
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6.8.9 Is frightened to say what is wrong

6.9 It is essential that all students and homestays to understand the different forms of bulling and the
common signs. If they observe any of these signs themselves or in any others thaidioaiel
that bullying could be occurring and therefore shouldnvestigated.

6.10 Bullying procedure and guidelines

6.10.1 All incidents of bullying or suspected bullying should be reported immediately to the
DSL or their deputy. It is the responsibility of fif&lto investigate the bullying
behaviourto ensure that the childsiprotected and safe.

6.10.2 Attempts will be made to help the bully (bullies) change their behaviour.
6.11 Actions (as appropriate)
6.11.1 The bully (bullies) will be asked to apologise.
6.11.2 In serious cases exclusion will be considered
6.11.3 Attempts will be made to reconcile tivedividuals (if appropriate)

6.11.4 After the incident has been investigated and dealt with each case will be monitored to
ensure there is no repetition.

6.12 Guidelines for homestays and staff to help them to support a studeathas been bullied or
subjected to ofine abuse.

6.12.1 Reinforce that no one deserves to be treated in this way and that they have done nothing
wrong

6.12.2 Ensure that they know that there is help available to them

6.12.3 Encourage them to talk to someone that they traisth as a teacher or a member of the
homestay family so they feel they have somewhere safe to go to

61249y O2dzN} 3S GKSY (2 GFf1 G2 GKSANI LI NByiGakOF NX
speak to another family member

6.12.5 Take screen shots of the cylimilying so that they have proof this is happening

6126 WSLI2 NI | tf Fo6dzaS G2 GKS NBtS@OlIyld az20iAlft YSRJ
button

6.12.7 Keep a diary so they have somewhere safe and private to write down their innermost
thoughts and feelings, vich will help to avoid feelings bottling up

6.12.8 Give praise for being so brave and talking things through which will hopefully empower
them to take responsibility and get help

6.12.9 Sending abuse by email or posting it into a web board can be harassmenthantas
happened make a complaint to the police who can trace IP addresses etc



o

=

BOSSS Guardians

6.12.10Ask the school if they have a School Liaison Police Officer that can help in this situation and
talk to the school about the dangers and effects

6.13 What support and help is avdila?

6.13.1 We know that cyber bullying can have devastating impacts on some children and young
adults, especially when they feel there is no let up from the abuse. So what help is
available if you feehe child might be in danger of self harming or havingdaiic
thoughts?

6.13.2 Keep the school involvexhdput things in writing so you have a formal record of what has
been going on. Ask the school if there is any pastoral support your child can access.

6.13.3 If your child has started to sdiirm talk to your GP and agfessional organisation who
will be able to give you some much needed support such as Harmless or The National Self
Harm Network Forum.

6134 wWSYSYOSN) 0KIFIG &2dz FNB AYLRZNIFIyG G22 a2z A0Qa
yourself. The more relaxed you &eeling the better able you will be to support your
child.

6.13.5 If you are worried that your child is having suicidal thoughts seek some medical advice from
your GP. Young Minds is a national charity committed to improving the emotional and
mental wellbeingof £ f OKAf RNBY FyR &2dzy3 | Rdz G§& dzy RSN
helpline where you can talk your situation through with a trained adviser.

6136 . dzii Al Qa y2i 2dzad OKAf RNBYXZ ClLYAfe& [A@Sa dzyl
We know that cger bullying can also have a devastating impact on adults and can make
you feel extremely isolated. It is very easy to post malicious and hurtful posts on social
YSRAI &daAiGSa a GKSNB Aa @GSNE tAGGHGES Y2RSNI (7
reported. This can leave people feeling very vulnerable and at a loss as to what they can
do.

6.13.7 Please refer to the Equality act 2010, Government document 8 which sets out the lega
parameters for discrimination. Please note thallying can be a child protiéen issue and
should be dealt with as such if the child is likely to face significant harm.

6.13.8 Advice and guidance direventing and Tackling Bullying, Mental HealthBehaviouiin
Schools

7 OnlineSafety
7.5 Thepurpose of this policy is to:

7.5.1 To educatdhomestays, parents / agents and studeaitout e safety issues and
appropriate behaviours so that they remain safe and legal online.

7.5.2 To helphomestays, parents / agents and studemtslevelop critical thinking skills to
reflect and enable them to keepdamselves safe.


https://www.gov.uk/government/publications/preventing-and-tackling-bullying
https://www.gov.uk/government/publications/preventing-and-tackling-bullying
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7.5.3 To keep any personal data and information secure.
7.5.4 To minimise the risks of handling sensitive information.

7.5.5 Definition: Information Technology (IT) and the Internet are defined in this policy as all
forms of computing, the Internet, telecommigations, digital media and mobile phones.
Electronic communication includes using mobile phones, computers and other devices for
email, text, instant messaging and social networking.

7.5.6 We welcome the development of new technologies for communicating dnagseithem
wherever they are appropriate to enhance our work with young people.

7.5.7 We recognise our responsibility to take all reasonable measures to ensure that the risks of
KFENY G2 @2dzy3 LIS2L) SQa 6StFINB NBE YAYAYAASH
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7.5.8 We recognise the need to protect staff and volunteers from inappropriate conduct from
young people in their personal lives and from situations that may make them vulnerable to
allegations of wrongful conduct.

7.5.9 We acknowledge that working for BOSSS UK requires appropriate conduct in public spaces
outside our work and in our personal lives and that this includes electronic communication.

7.5.10 The use of thénternet, web based or mobileocmmunications and social media by staff
membersmusd S I LILINPLINAF GS G2 GKS adFr¥F YSYoSNRa
ethical.The use of illegaloftwareor access inappropriate websites is not permited
face dismissal

7.5.11 Staff members musinlyacces80SE ! Y Qa ikfgfriiaBaNJor aflegitimate and
authorised purposenly, must not disclose internal information to unauthorised recipients
and must mantain confidentiality ointernal information.

7.5.12 Students are not allowed to use the Internet for any illegal activity; this includes accessing
sites meant for adults or 18 years or older such as pornographic or gambling sites.
Students must not search fasr browse through, any sites that contain offensive, obscene,
violent, dangerous, inflammatory, racist or extremist material. Downloading any
unlicensed material such as music, video, TV programmes, games and PDF files is illegal and
therefore not permited.

7.5.13 Staff members including the homestay and students, must be aware of the principles of the
Computer Misuse, Copyright and Data Protection Act 1998.

7.5.14 It is important for students to understand the risks of social networking and to know how
to remain sé and avoid making themselves vulnerable to identity theft, bullying,
harassment, grooming and abuse for example. The Child Exploitation and Online Protection
body (CEOP) provides some useful guidelines and advice for parents, guardians, host
familiesandi 1 dZRSy 1a O6UKAy 1 @&2dzZly26d02ddzl Aa GKS [/ 9l

7.6 Online Safety

7.6.1 We recognise thahe use of the Internet by studenits difficult for homestays to monitor.
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We will explain our policies and practicentimestaysand seek to ensure they aaavare
of our policy and guidance.

7.6.2 With the evergrowing use of thénternet mobile telephones and social media, children
can be bullied, harassed or even groomed and subsequently abused. BOSSS UK will work
with its partner schools and homestays to emsiimat children are advised on safe use of
the Internet It will provide guidance for homestays also and explain signs to look for in a
child who is worried, such as a major change in demeanour, displays of anxiety or
sleeplessness.

7.6.3 Homestaysre requiredo provide basic Internet access for communicating with family
members by ema#dnd completindiomework and study tasksnyAsocial or recreational
use is to be agreed between the Homestay and3he

7.6.4 Itis appropriate for student to contribute a reasolebmount towards the Homestay
families Internet cost if the student is accessing the Internet for social and recreational
purposes. For example, face book, Skype, online gaming, downloading movies or music,
watching movies or sending and receiving images.

765 {1dzRSy(Ga YdzAG y20G dza&S GKSANI I 2YSadlre FFYAfAS
offensive websites.

7.6.6 Homestaysvho become aware of inappropriate or excessive Internet use should discuss
this with their student(s) in the first instance. If such issues cannot be managed by the
homestayand are of cause for concern then they should be reported t®ie or their
deputy.

7.7 Safe Use of the Internet Guidance for Homestays and Students

7.7.1 How to stay safe online. The Internet is great fun but it does have dangers and we want
you to be safe online. When you join a chatroom you'll find people are very friendly but the
personyou are talking to might not always be who they say they are.

7.7.2 People can pretend to be your age and unfortunately there have been cases where adults have
pretended to be teenagers and lured young people into meeting them in dangerous situations.
Some othese cases have ended up in court in the UK.

7.7.3 Bullying UK has had experience of young people using the internet who have been
persuaded into dangerous situations by adults. This is an offence called 'grooming'.

7.7.4 Internet Safety Tips
7.7.4.1 Never give out youreal name
7.7.4.2 Never tell anyone where you go to school

7.7.4.3 Only meet someone from a chatroom in a public place with one of your parents or
another adult. If they are genuinely who they say they are they will be happy to do this

7.7.4.4 Never give out your address or telhgme number
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7.7.4.5 Never agree to meet anyone from a chatroom on your own

7.7.4.6 Tell an adult if someone makes inappropriate suggestions to you or makes you feel
uncomfortable online

7.7.5 Danger Signs
7.7.5.1 If the person tries to insist on having your address or phone number

7.7.5.2 If the person emails you pictures which make you feel uncomfortable and which you
would not want to show to anyone else

7.7.5.3 If the person wants to keep their chats with you secret

7.7.5.4 If the person tells you that you will get into trouble if you tell an adult whabéeis
going on

7.7.5.5 If the person emails you pictures which make you feel uncomfortable and which you
would not want to show to anyone else

7.7.5.6 If the person wants you to email them pictures of yourself or use a webcam in a way
which makes you feel uncomfortable

7.7.5.7 If the person shares information with you and tells you not to tell anyone else about it
7.7.5.8 If the person wants to meet you and tells you not to let anyone know

7.7.5.9 If you find any of these dang&rA 3 yidaporaiit fhat you tell your parents or
another adult.

7.8 uggestiorandstrategies that families use toamage and monitor Internet use

7.8.1 Implement time restrictions, for examgieternetmay bemadeavailable only 10 pm on
school nightsyith additional access granted at the weekend.

7.8.2 Internet is made availablly in a communal area such as an open living space to help
homestaygnonitor the sites accessed ahdernetuse.

7.8.3 These guidelines also apply to other use of electronic media provided in the Homestay for
example TV media packages, smart @igital/vidco camera, smart phones, tabletand
landlines. This list is not exhaustive duethe constantly changing nature of modern
technology.

7.8.4 Students are responsible and will be made accountable for any out of pocket expenses
incurred bythe Homestayaregivers through their use of home electronic equipment or
services for examplepaking toll calls, viewinmayable services on a TV media package

7.8.5 If Homestay caregivers are concerned in anyway due to students inappropriate or excessive
Internetuse ormisuse of electronic media this be should be reported tdiBé or their

deputy.
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7.9 CyberBullying grooming and otfine exploitation guidance for homestays and students

7.9.1

7.9.2

7.9.3

7.9.4

7.9.5

7.9.6

7.9.7

7.9.8

7.9.9

7.9.10

7.9.11

2KIG Ad OBO0SN) odA f 8Ay3IK W/ 803N odzfd @Ay3Q YSI

mobile phone or over the internet through emails, instant messaging and social networking
websites.

Texts, messages or images are sent or posted online, which hurt, intimidate or embarrass
another person.

Cyber bullying is not carried out face to fageRa LIS2 LX S 2FGSy R2y Qi
the person targeting them, but cyber bullying is no different from any other forms of
bullying; the behaviour is the same and the impact is no less devastating.

Advances in technology are simply providing anratesze means of reaching peogje

malicious messages were once written on schoolbooks or toilet walls, they can now be sent

via mobile phone or the Internet.

lyz2
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allowsthem to connect with friends and other children and young people at any time of
the day or night. This means that cyber bullying can happen virtually anywhere, and is no
longer confined to the classroom or playground.

The use of the Internet as a toolltally others allows information to be sent to a large
audience instantly. It also provides a sense of anonymity and an ability to send material to
others under a false nam&herefore children and young people can be targeted in their
own homes; in theibedrooms and personal spaces where they should normally feel safe
and protected.

Where can cyber bullying happen? Cyber bullying can take place anywhere that children
and young people have the use of technology. Some common places include: Facebook,
YouTul, Instant message applications such as Skype or Facebook chat, Mobile phones,
online gaming®

What can we do about cyber bullying? Adults can help stop cyber bullying. Start by

talking to children and young people about the issue and teaching themlésetihat will
help prevent cyber bullying from happening to them or someone they know. One of the
best sources of advice for parents and for children and young people is CEOP (Child
Exploitation and Online Protection Centre).

If the homestayuspects thathe child is being cybdaullied please contact the DSL or
their deputy immediately.

2 KIFG A& 2yfAYyS INRB2YAY3IK , 2dz2Q@8S LINRBOIl of &
this is a process used by people with a sexual interest in children to ateengage
them in sexual acts either over the Internet or in person.

The similarities between the online grooming process and the initial process of building
online relationships can mean that some victimisation is going unnoticed as many victims
R2y Qi NBFfA&dS (GKS@BQNB o0SAy3a WINR2YSRQ
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7.9.12 Sadly, these people do attempt to make contact with children over the Internet; this may
be in social networking sites, chat rooms or online games. They could do this by pretending
to be someone else, or showing arerst in them.

7.9.13 Itis important that children understand that people like this exist and that they should
never do anything online or offline that they are uncomfortable with. Talk to your child
about online grooming. Explain how easy it can be to lieeoahd the reasons why an
adult may wish to contact them.

7.9.14 Tell them to speak to you if anything like this happens to them. Tips on how to approach
this subject can be found on the CEOP website as well as how to report any inappropriate
contact made to youchild online. This can be done via www.ceop.police.uk or contact
your local Police station by calling 101 (or dialling 999 in an emergency).

7.9.15 If the homestay suspects that the child is being subjected to online grooming please
contact the DSL or their deppummediately.

7.9.16 What is online exploitation? Sexual online exploitasdhesexuakbuse of children and
youthusing technology ananline tools. This could be through the exchange of sex
or sexualcts for drugs, food, shelter, protection, othesics of life, and/or monegexual
exploitationincludes involving children and youth in creating pornography
andsexuallyexplicit websites.

7.9.17 Child sexual exploitation is a complex form of abuse and it can be difficult for those
working with children tadentify and assess. The indicators for child sexual exploitation can
a2YSUAYSaA 0SS YAAGF1SY FT2NJ Wy2NX¥If | R2t SaoOSyi
professional curiosity and an assessment which analyses the risk factors and personal
circumstarces of individual children to ensure that the signs and symptoms are interpreted
correctly and appropriate support is given. Even where a young person is old enough to
legally consent to sexual activity, the law states that consent is only valid wheneakey
a choice and have the freedom and capacity to make that choice. If a child feels they have
no other meaningful choice, are under the influence of harmful substances or fearful of
gKEFEG YAIKEG KFLIWISYy AF (KSe& R2yQdincasesofdhid o f f
sexual exploitation) consent cannot legally be given whatever the age of the child.

7.9.18 Potential indicators of child sexual exploitation. Children rarelyegmft child sexual
exploitation so it is important that practitioners are awvaf potential indicators of risk,
including:

7.9.18.1Acquisition of moey, clothes, mobile phones etithout plausible explanation;
7.9.18.2Gangassociation and/or isolation from peers/social networks;

7.9.18.3Exclusion or unexplained absences from school, college or work;

7.9.18.4Leaving home/care without explanation and persistently going missing or returning
late;

7.9.18.5Excessive receipt of texts/phone calls;

7.9.18.6Returning home under the influence of drugs/alcohol;
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7.9.18.7Inappropriate sexualised behaviour for age/sexually transmitted iofes;ti
7.9.18.8Evidence of/suspicions of physical or sexual assault;

7.9.18.9Relationships with controlling or significantly older individuals or groups;

7.9.18.10 Multiple callers (unknown adults or peers);
7.9.18.11 Frequenting areas known for sex work;

7.9.18.12 Concerning use of internet or othsocial media;
7.9.18.13 Increasing secretiveness around behaviours; and
7.9.18.14 Selfharm or significant changes in emotional vieling.

7.9.19 If the homestay suspects that the child is being exploited online please contact the DSL
or their deputy immediately.

7.9.20 Links to support online safety can be found in the KCSIE guide Annex D.

Appendix APolicy Consultation & Review

This policy is refereed on our website, available online and on request from BOSSS UK Ltd for parents,
students, schools and homestays.

The policy is provided to all staff (including temporary staff and volunteers) at induction alongside our
Professional Code of Condudiisiand all BOS$®licy will be reviewed in full by BOSSS UK on an
annual basiand revisions circulated to key Individuals

SignatureBOSSS UK

Date04/06/2022

Date Status Name Change control comments

15/10/2016 | Initial draft | VictoriaBarfootSaunt | Initial draft complete and ready for review

02/09/2017 | Annual Victoria BarfootSaunt | Minor amendments
Review

11/04/2018 | Annual Victoria Barfoo{Saunt | Update further to receipt of new AEGIS minimum
Review standards

12/06/2018 | Annual Victoria BarfootSaunt | Update further to AEGIS feedback
Review

26/05/2019 | Annual Victoria BarfootSaunt | Update further to AEGIS inspection 2 and changes
Review KCSE 18
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12/06/2021 | Annual Victoria Barfoo{Saunt | Update further to Keeping children safe in educatio
Review (2020) and January 2021 changes
04/06/2022 | Annual Victoria BarfooSaunt | Update further to Keeping children safe in educatio
Review 2021 and 2022

Table of substantive changes following June 2022 review

Where

Google
Drive

What

See Policy Review Ju22 Review workbook
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Appendix BAEGI&heck List 1 (CLDuties and Responsibilities of
Guardianship Organisations and Hostlomestay Families
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Appendix €Safeguarding and Child Protection Training



